To whom it may concern:

The following changes need to be made to these CCSDS Recommendations below to change the encapsulation packet section of the following recommendations. Also the reference section in each of these documents need to reference the CCSDS Space Link Identifiers Blue Book, which defines the Protocol ID within the encapsulation packet.

1. CCSDS 132.0-B-1 TM Space Data Link Protocol Blue book Issue 1, Sept. 2003

2. CCSDS 133.0-B-1 Space Packet Protocol Blue Book Issue 1, Sept. 2003
3. CCSDS 732.0-B-1 AOS Space Data Link Protocol – Blue Book, Issue 1 Sept. 2003
Proposed Changes:

1. Change the 2 byte length of length field in the encapsulation packet header and replace it with a 3 byte length of length field.

2. Change the 4 byte length of length field and replace it with a 7 byte length of length field
Rationale for the change:

1. Allows one to add a 32-bit encapsulation packet header (instead of a 24 bit header) to products that are 32-bit compatible. This allows 32-bit micro processors to handle these encapsulation packets. The maximum product size (using the with the header would be 16,777,216 bytes long.

2. Allows one to add a 64-bit encapsulation packet header (instead of a 40 bit header) to products that are 32-bit compatible. No one would use a 2**56 byte product, but unless we make the encapsulation packet header 32-bit compatible, then these microprocessors will not be able to use the encapsulation packet to encapsulate their data products.

Goal:

To obtain consensus within CCSDS, so that after discussion at the Spring 2004 CCSDS meetings, we can have formal pink sheets drawn up by the CCSDS secretariat and have these draft pink sheets put on the CCSDS web site for agency review.

1.1 REFERENCES

Add the following reference:

 Space Link Identifiers. Recommendation for Space Data System Standards, CCSDS 135.0-B-1.  Blue Book.  Issue 1.  Washington, D.C.: CCSDS, January 2002.


4.4 Encapsulation Packet
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4.1.1
Version ID.  The first three bits (0-2) of the Encapsulation Packet shall contain the version  number.  Their value shall be set to binary 111.

Protocol ID:
a)
Location of Protocol ID.  The next three bits (3-5) shall identify the protocol whose data units are being encapsulated.

NOTE
–
The Protocol ID may be used to route the data unit being encapsulated from or to a Port or Service Access Point for acceptance or delivery of the encapsulated contents.

b)
Interpretation of Protocol ID Field. The values of the protocol ID are defined in Section 7.7 of Ref[12]. 



Length of Length Field:
a) Location of Length of Length Field.  The last two bits (6-7) of the first octet shall specify the Length of the Encapsulation Packet’s Length field to follow, in octets.

b) Interpretation of Length of the Length Field:

Value
Length of Length Field

Binary 00
Null “Length of the Length Field”

Binary 01
1 octet

Binary 10
3 octets

Binary 11
7octets

NOTE
–
A null “Length of the Length Field” signifies that 1) the length field does not exist, 2) therefore there is no encapsulated data, and 3) the length of the Encapsulation Packet is one octet.  This one-octet Encapsulation Packet can thus also be used as a single, self-identified octet of fill which may be cascaded to provide any number of octets to fill a fixed-length frame.

Length Field:
a)
Location of Length Field.  The Length Field is a binary field of 0, 1, 3 or 7 octets starting at bit 8.

NOTE
–
Although unlikely to be used in space, a 7-octet length field permits accommodating IPv6 “Jumbograms” up to 2**56 octets in length.

b)
Interpretation of Length Field.  The Length Field shall contain a binary number corresponding to the total length of the Encapsulation Packet (in octets), including the header.

NOTE
–
The values 00000000 (zero) and 00000001 (one) are not allowed.

Encapsulated Content.  If the Length Field exists, the Encapsulation Packet header shall end at the end of the Length Field and shall be immediately followed by the data unit being encapsulated.

NOTE
–
Since the Encapsulation Packet is only a tool used by the Frame Layer for local packet handling, the Frame Layer (or Protocol Service Access Point) must add the encapsulation packet header upon receipt of the data unit to be encapsulated and must remove it prior to delivery of the packet from the Frame Layer (or Protocol Service Access Point.)  To do this, the length of the Encapsulation Packet Header must first be determined according to the header information (as defined above).
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