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ANNEX A 

PROTOCOL IMPLEMENTATION CONFORMANCE
STATEMENT PROFORMA

(NORMATIVE)

A1 OVERVIEW

This annex provides the PICS Requirements List (RL) for CCSDS-compliant implementations of BP.  The PICS for an implementation is generated by completing the RL in accordance with the instructions below.  An implementation shall satisfy the mandatory conformance requirements of the base standards referenced in the RL.

An implementation’s completed RL is called the PICS.  The PICS states which capabilities and options of the protocol have been implemented.  The following can use the PICS:

a) the protocol implementer, as a checklist to reduce the risk of failure to conform to the standard through oversight;

b) the supplier and acquirer or potential acquirer of the implementation, as a detailed indication of the capabilities of the implementation, stated relative to the common basis for understanding provided by the standard PICS proforma;

c) the user or potential user of the implementation, as a basis for initially checking the possibility of interworking with another implementation (it should be noted that, while interworking can never be guaranteed, failure to interwork can often be predicted from incompatible PICSes);

d) a protocol tester, as the basis for selecting appropriate tests against which to assess the claim for conformance of the implementation.

A2 INSTRUCTIONS FOR COMPLETING THE RL

An implementer shows the extent of compliance to the protocol by completing the RL; that is, compliance to all mandatory requirements and the options that are not supported are shown. The resulting completed RL is called a PICS. In the Support column, each response shall be selected either from the indicated set of responses, or it shall comprise one or more parameter values as requested. If a conditional requirement is inapplicable, N/A should be used. If a mandatory requirement is not satisfied, exception information must be supplied by entering a reference Xi, where i is a unique identifier, to an accompanying rationale for the noncompliance.

A3 NOTATION

The symbols in table A‑1 are used in the RL to indicate the status of features.

Table A‑1A TC \f T \l 7 "-1
PICS Notation"
:  PICS Notation

	Symbol
	Meaning

	M
	Mandatory.

	C
	Conditional.

	O
	Optional.

	O.<n>
	Optional, but support of at least one of the group of options labeled by the same numeral <n> is required.


The symbols in table A‑2 shall be used in the Support column of the PICS.

Table A‑2A TC \f T \l 7 "-2
Symbols for PICS ‘Support’ Column"
:  Symbols for PICS ‘Support’ Column

	Symbol
	Meaning

	Y
	Yes, the feature is supported by the implementation.

	N
	No, the feature is not supported by the implementation.

	N/A
	The item is not applicable.


A4 REFERENCED BASE STANDARDS

The base standards referenced in the RL shall be:

a) CCSDS BP (this document);

b) RFC 9171 (reference [1]).
In the tables below, the notation in the Reference column combines one of the short-form document identifiers above (e.g., RFC 9171) with applicable subsection numbers in the referenced document.  RFC numbers are used to facilitate reference to subsections within the Internet specifications.

A5 GENERAL INFORMATION

A5.1 IDENTIFICATION OF PICS

	Ref
	Question
	Response

	1
	Date of Statement (DD/MM/YYYY)
	

	2
	PICS serial number
	

	3
	System conformance statement cross-reference
	


A5.2 IDENTIFICATION OF IMPLEMENTATION UNDER TEST (IUT)

	Ref
	Question
	Response

	1
	Implementation name
	

	2
	Implementation version
	

	3
	Name of hardware (machine) used in test
	

	4
	Version of hardware (machine) used in test
	

	5
	Name of operating system used during test
	

	6
	Version of operating system used during test
	

	7
	Additional configuration information pertinent to the test
	

	8
	Other information
	


A5.3 IDENTIFICATION

	Ref
	Question
	Response

	1
	Supplier
	

	2
	Point of contact for queries
	

	3
	Implementation name(s) and version(s)
	

	4
	Other information necessary for full identification (e.g., name(s) and version(s) for machines and/or operating systems)
	


A5.4 PROTOCOL SUMMARY

	Ref
	Question
	Response

	1
	Protocol version
	

	2
	Addenda implemented
	

	3
	Amendments implemented
	

	4
	Have any exceptions been required?

NOTE
–
A YES answer means that the implementation does not conform to the protocol. Non-supported mandatory capabilities are to be identified in the PICS, with an explanation of why the implementation is non-conforming.
	a) Yes

b) No

	5
	Date of statement (DD/MM/YYYY)
	


A5.5 BASIC REQUIREMENTS

	Item Number
	Item
	Protocol Feature
	Reference
	Status
	Support

	1
	BP Formatting
	Formats bundles as BPv7 per RFC 9171
	This document: 3.1;

RFC 9171 Section 4 except section 4.2.5.1 and section 4.4
	M
	

	2
	Previous Node Receive
	Recognizes, parses, and acts on the previous node extension block
	RFC 9171 section 4.4.1
	M
	

	3
	Previous Node Produce
	Create previous node extension block
	RFC 9171 section 4.4.1
	O
	

	4
	Bundle Age Receive
	Recognizes, parses, and acts on the bundle age extension block
	RFC 9171 section 4.4.2
	M
	

	4
	Bundle Age Produce
	Create bundle age extension block
	RFC 9171 section 4.4.2
Conditions:  

If bundle creation time = 0

If bundle creation time != 0
	C
M

O
	

	5
	Hop Count Receive
	Recognizes, parses, and acts on the hop count extension block
	RFC 9171 section 4.4.3
	M
	

	6
	Hop Count Produce
	Create hop count extension block
	RFC 9171 section 4.4.3
	O
	

	7
	BPv7
	Identifies bundles as version 7 in the primary block
	RFC 9171 section 9.2
	M
	

	8
	IPN_naming
	Support for the ipn URI scheme
	This document: 3.2.1;

RFC 9171 section 4.2.5.1.2


	M
	

	9
	dtn:none
	Support for the dtn:none EID
	This document: 3.2.2;

RFC 9171 section 4.2.5.1.1
	M
	

	10
	IPN Node No
	Use ipn node numbers assigned by SANA
	This document: 3.2.3
	M
	

	11
	IPN Service No
	Use ipn service numbers assigned by IANA/SANA
	This document: 3.2.4
	M
	

	12
	Bundle Creation Metadata
	Bundle creation timestamp and timestamp sequence number assigned when ADU is accepted for transmission
	This document: 3.3.1
	M
	

	13
	Bundle Send Request
	The combination of source node ID and creation timestamp shall be returned to the sending application 
	This document: 3.3.2
	M
	

	14
	Source Node ID
	The source node IDs for all non-anonymous bundles sources shall have the same node number
	This document: 3.3.3
	M
	

	15
	Support for dtn:none
	Supports sending bundles with source dtn:none
	This document: 3.3.4
	O
	

	16
	Registration Constraints
	All endpoints in which a node is registered shall have the same node number
	This document: 3.4
	M
	

	17
	BPA Node Numbers
	The node number is the same as is encoded in all the endpoints in which the node is registered
	This document: 3.5.1
	M
	

	18
	BPA Endpoint Registration
	No two BPAs shall register in endpoints whose EIDs have the same node number
	This document: 3.5.2
	M
	

	19
	Minimum Bundle Size
	Supports processing of bundles whose total size no less than 10*220 bytes (10 MB)
	This document: 3.6
	M
	

	20
	BPSec
	BPSec is not required for implementations of BPv7.
	BPSec, RFC 9172; RFC 9171 section 8; This document 3.7
	O
	

	21
	Service Interface
	Supports the service interface in section 4
	This document: section 4
	M
	

	-22
	BP Node
	Services that BP needs from an external source
	This document: section 5
	M
	

	23
	TCP CLA
	Implements bundle encapsulation in TCP segments
	This document: B2.1.2
	O.1
	

	24
	LTP CLA
	Implements bundle encapsulation in LTP blocks
	This document: B2.1.4
	O.1
	

	25
	UDP CLA
	Implements bundle encapsulation in UDP datagrams
	This document: B2.1.3
	O.1
	

	26
	Space Packets CLA
	Implements encapsulation of bundles in Space Packets
	This document B2.1.5
	O.1
	

	27
	EPP CLA
	Implements encapsulation of bundles in encapsulation packets
	This document B2.1.6
	O.1
	

	28
	BP Managed Information
	Implements the BP managed information described in annex C
	This document, annex C
	M
	

	29
	BP Data Structures
	Follows RFC 9171 rules for data structures
	RFC 9171 Section 4.2
	M
	

	30
	Block Structures
	Follows RFC 9171 rules for details in blocks
	RFC 9171 Section 4.3
	M
	

	31
	Extension Blocks
	Follows RFC 9171 rules for details in extension blocks
	RFC 9171 Section 4.4
	M
	

	32
	Generation of Administrative Records
	Follows RFC 9171 rules for generation of administrative records
	RFC 9171 Section 5.1
(only requirement is “off by default”)
	M
	

	33
	Bundle Transmission
	Follows RFC 9171 procedures for bundle transmission
	RFC 9171 Section 5.2
	M
	

	34
	Forwarding Contraindicated
	Follows RFC 9171 procedures when forwarding is contraindicated
	RFC 9171 Section 5.3
	M
	

	35
	Forwarding Failed
	Follows RFC 9171 procedures when forwarding a bundle fails
	RFC 9171 Section 5.4
	M
	

	36
	Forwarding Failed – return to previous node
	Follows RFC 9171 procedures when forwarding fails to forward bundle to previous node 
	RFC 9171 Section 5.4.2 Step 1
	O
	

	37
	Bundle Expiration
	Follows RFC 9171 procedures when a bundle expires
	RFC 9171 Section 5.5
	M
	

	38
	Bundle Reception
	Follows RFC 9171 procedures when receiving a bundle
	RFC 9171 Section 5.6
	M
	

	39
	Local Bundle Delivery
	Follows RFC 9171 procedures when delivering a bundle to the application agent
	RFC 9171 Section 5.7
	M
	

	40
	Bundle Fragmentation Supported
	Implementation supports fragmentation of bundles per RFC 9171 
	RFC 9171 Section 5.8
	O
	

	41
	Bundle Fragmentation Procedures
	Follows RFC 9171 procedures when fragmenting a bundle
	RFC 9171 Section 5.8
Condition:  Mandatory if Item 31 is true.
	C
	

	42
	Application Data Unit Reassembly
	Follows RFC 9171 procedures when reassembling an ADU
	RFC 9171 Section 5.9
	M
	

	43
	On-Path Application Data Unit Reassembly
	Follows RFC 9171 procedures when reassembling an ADU at non-destination node
	RFC 9171 Section 5.9
	O
	

	44
	Bundle Deletion – generation of bundle deletion status report 
	Follows RFC 9171 procedures when deleting a bundle
	RFC 9171 Section 5.10 Step 1
	O
	

	45
	Bundle Deletion – removal of retention constratints
	Follows RFC 9171 procedures when deleting a bundle
	RFC 9171 Section 5.10 Step 2
	M
	

	46
	Discarding a Bundle with no remaining retention constraints
	Follows RFC 9171 procedures when discarding a bundle
	RFC 9171 Section 5.11
	O
	

	47
	Canceling a Transmission
	Follows RFC 9171 procedures when canceling an initial transmission.
	RFC 9171 Section 5.12
	O
	

	48
	Administrative Records 
	Formats administrative records per RFC 9171
	RFC 9171 section 6.1
	M
	

	49
	Bundle Status Reports
	Formats status reports per RFC 9171
	RFC 9171 section 6.1.1
	M
	

	50
	Generating Administrative Records
	Follows RFC 9171 procedures when generating an administrative record
	RFC 9171 Section 6.2
	M
	

	51
	MIB_state
	Bundle State Information
	This document: table C‑1
	M
	

	52
	MIB_errors
	Error and Reporting Information
	This document: table C‑2
	M
	

	53
	MIB_registration
	Registration Information
	This document: table C‑3
	M
	

	54
	MIB_CL_info
	Convergence-Layer Information
	This document: table C‑4
	M
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