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AMS shall:

(from MOIMS)

Enable a node to subscribe to a “scoped subset” of all messages tagged with specified message “subject” or message type (“object ID”).

· Filter out messages that don’t conform to a specified scope expression.
· Note: this filtering can be done at the publisher if all message traffic is unicast.  The more general approach, which applies to multicast message traffic as well, is to apply filtering at the subscriber upon reception.

Enable a node to publish messages tagged with a specified subject.
Assure that each subscriber receives every published message of the subject of the subscription, modulo any requested filtering.

Enable a node to send a message privately to a single specified node, possibly with an implicit request for a responding private message.
Enable a message to be staged at a rendezvous point and stored there until its intended receiver claims it.

Enable functional partitioning of a message exchange continuum, so that:
· Subject and node identifiers can be re-used in multiple mission contexts without conflict.

· Subject and node identifiers can be re-used in multiple mission operational phases (test, simulation, ATLO, etc.) without conflict.

Limit service access (message transmission, message reception, and message content disclosure) to authorized users, and authenticate users before granting the access to which they have authorized access.
 (from MTS overview)

Transfer information of arbitrary structure from one node to another node or to multiple nodes.

Asynchronously notify application nodes of communication events, at the option of the application.

Enable application to specify quality of service (QoS) within the range that is possible.

Enable application to specify service delivery character (e.g., reliability parameters) within the range that is possible.

[per Abhijit] Enable QoS and service delivery character specification at subscription granularity, where a subscription is in effect a 2-tuple (receiving node ID, subject ID).]

Provide applications with mapping between textual and numeric representations of node and subject IDs.

Enable communication in a consistent manner via LAN, WAN (wire or R/F), or Internet.

Enable communication in a consistent manner among nodes running on a single computer or multiple computers, at a single physical site (space vehicle or planetary surface location) or multiple sites.

Utilize TCP/IP, SCPS-TP, data link layer protocols, pipes, shared memory, message queues as available.

Utilize IP multicast as available.

Operate in a consistent manner over a wide variety of computing platforms (operating systems and underlying hardware).

Provide facilities for monitoring and controlling the message service.

Minimize transmission and processing overhead.

Minimize latency in message conveyance.

Occupy as little memory as possible.

Be thread-safe, i.e., usable by multiple threads of the same process concurrently.

 (from C3I architecture)

Provide location transparency: applications shall not need to know one another’s network locations in order to exchange data.

Enable a single message exchange continuum to be automatically and dynamically split into two continua, and enable two message exchange continua to be dynamically and automatically merged into a single continuum.

Be robust against software and network faults.

Be tolerant of network disruption and delay.

Minimize reliance on high data rates.

Minimize reliance on connection-oriented protocols.

Be non-proprietary.

Integrate existing protocols and APIs where appropriate, in preference to new development.

Scale to large numbers of communicating nodes.
Provide simple API and management interfaces.

