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1 Introduction
This Recommendation defines the Spacecraft Monitor and Control (SM&C) Core service in conformance with the service framework specified in reference [1], Mission Operations Services Concept. The SM&C Core service is a service that enables a mission to perform basic monitoring and control of a spacecraft.
1.1 Purpose and Scope

This Recommendation defines, in an abstract manner, the SM&C Core service in terms of: 

a) the operations necessary to provide the service; 

b) the parameter data associated with each operation; 

c) the behaviours that result from the invocation of each operation 

d) the relationship between, and the valid sequence of, the operations and resulting behaviours. 

It does not specify: 

a) individual implementations or products; 

b) the implementation of entities or interfaces within real systems; 

c) the methods or technologies required for communications; 

1.2 Document structure

This Recommendation is organised as follows: 

a) section 1 provides purpose and scope, and lists definitions, nomenclature, conventions, and references used throughout the Recommendation; 

b) section 2 presents an overview of the service concept, the service management context, and protocol considerations and also defines key service concepts; 

c) section 3 specifies the functional capabilities of the service;
d) section 4 specifies the operations, information model, and the dynamic behaviour of the service in terms of the uses and the state transitions of the service provider; 

e) section 5 is a formal specification of the service data types, service model and service interface.
1.3 Nomenclature

The use of the Unified Modelling Language (UML) in this recommendation allows the service to be defined using standard diagrams.
The service capability sets are defined initially using UML Use Case diagrams as this shows the service from the service consumer point of view. It allows the service to be defined in terms of the requirements of the service consumer.

The information model of the service is defined using UML data diagrams.
The behaviour aspect of the service model is shown using state, sequence and other UML behaviour views.

1.4 Normative references

The following documents are referenced in the text of this Recommendation. At the time of publication, the editions indicated were valid. All documents are subject to revision, and users of this Recommendation are encouraged to investigate the possibility of applying the most recent editions of the documents indicated below. The CCSDS Secretariat maintains a register of currently valid CCSDS Recommendations.

[1] Mission Operations Services Concept Green Book. CCSDS Mission Operations and Information Management Systems Working Group. Issue 1, April 2005.

[2] SM&C Common Services Red Book CCSDS Mission Operations and Information Management Systems Working Group.

1.5 Definition of Terms

Action
Correspond to any symbolic control directive of a remote service provider.
Alert
Operationally significant event.
Argument
Associated argument of an action.
Parameter
Status monitoring element.
Protocol Data Unit
A unit of data specified in a protocol and consisting of protocol control information and possibly user data.

Proxy
A proxy function or component is one that acts locally in the place of a remote service provider, such as a spacecraft.  It provides a dual role.  Firstly it provides a permanent point of contact for service consumers where the link to the remote service provider is intermittent – maintaining an image of current status, buffering operations and managing the service history.  Secondly it can act as an isolation layer and adapter to the actual protocols employed on the space-ground interface.

Service Data Unit
An amount of information whose identity is preserved when transferred between peer entities in a given layer and which is not interpreted by the supporting entities in that layer.

1.6 Definition of Acronyms

MCS
Mission Control System

MIB
Mission Information Base

OOL
Out Of Limits

PDU
Protocol Data Unit.

PTV
Pre-Transmission Verification

SDU
Service Data Unit.

SEA
Systems Engineering Area
2 Service COncept
2.1 Overview
The SM&C Core service builds upon the layering concept outlined in the Mission Operations Services Concept [1]. The SM&C Core service is designed to exploit the SM&C Common services but it will also be possible to deploy it over other protocols.

The services given in this document are based on a generic service model. The generic service model includes the configuration data and history associated with the service, as well as the primary service interface.
2.2 Core Concepts Definition

2.2.1 SM&C

The Core service provides operations for generic monitoring and control of a remote service provider (e.g. a spacecraft or ground system component) in terms of three fundamental mechanisms and associated data items:

· Status Monitoring – Monitoring Parameters
· Action Invocation - Actions
· Alert Notification - Alerts
The communication of status information allows the remote service provider to be monitored. In principle, the remote service provider publishes its status to a number of active or passive observers, or clients, which may subscribe to a selective subset of available status, action and alert data.

The invocation of actions upon the remote service provider enables an active client to effect control over it.

The term Event is used to refer to any time-stamped notification of change of state or asynchronous response, and as such may relate to Monitoring Parameters, Actions and Alerts.  The term Alert is used to differentiate the notification of operationally significant asynchronous events, such as anomalies or threshold transitions, from routine events such as nominal monitoring parameter value change.

The point in the system at which the time stamp is applied may have a notable step in the clock used to perform the time stamping difference, a 1 second resolution may be typical. Therefore the resolution and accuracy required of the “time stamp” may leave ambiguity to Alert order if just the coarse time stamp is used, for example in the case of a cascade of alerts being generated. For situations like this a secondary time sequence counter could be used where clients of a clock request a time sequence number with the time stamp, the count would be reset each specified interval. The sequence counter would have to be shared between all clients of a particular clock, and would provide the required event sequencing.

Time stamping should be done as soon as possible, especially before any buffering by asynchronous data busses, to ensure the correct time stamp is applied.

The Core service includes both basic and advanced capabilities. Basic capabilities correspond to those typical in the majority of existing spacecraft systems. Advanced capabilities correspond to optional features which nevertheless relate to the same fundamental data items.

The concept is intentionally independent of the location of the processes required to service it. In this regard, it may be that all aspects of processing associated with monitoring parameters, actions and alerts are located within the remote service provider itself, or it may be that some of the associated processing is performed within a ground-based proxy component that provides client access to these data items. For example status monitoring (the evaluation of predefined status checks) may be performed on-board a spacecraft or on-ground, but operationally the client sees the result of these checks irrespective of where they are performed.

3 Service CONTEXT
3.1 Overview
The service specification supports the concept of capability sets. These sets group related levels of possibly optional functionality together under a service.

A service implementation might only support the basic capability set or also some of the higher sets, if there is a dependence of one set on another then this will be given in the set prerequisites. However, it is expected that the capability set are usually independent of each other, only relying on the basic capability set.

There is no order given by the numbering.

It is also possible that a particular implementation only supports parts of a capability set, where certain aspects of that set are considered optional or it specifies several alternatives. In this case an implementation would have to provide a compliance profile. 

Table 3‑1 : Service capability sets
	Core area
	Capability Set
	Set Id
	Pre-requisites

	Monitoring
	Status
	0
	

	
	Behaviour
	5
	0, 1

	
	Statistics
	6
	0

	
	Aggregation
	7
	0

	Alerts
	Alerts
	1
	

	Actions
	Action
	2
	

	
	Verification
	3
	0,2

	Conversion
	Engineering Unit Conversion
	4
	0,1,2


3.2 Monitoring

Status monitoring is performed by publishing the status of a set of pre-defined monitoring parameters that contain status information.

Monitoring parameters have an evolving status represented by a chronological sequence of status update events over an unbounded lifetime.  Status update events may be periodic, change-based, or a mixture of the two.

Operationally, a monitoring parameter may be considered to have multiple status attributes or fields, including:

· Value, of various data types and of specific units for numeric data types

· Raw data – unconverted/un-quantised binary data

· Results of any behaviour monitoring checks

· Associated quality/validity/availability states

· Statistics

Monitoring parameters may be simple and atomic in nature.  Simple monitoring parameters comprise a single status item as described above.  Theoretically, compound monitoring parameters correspond to a defined structure of sub-parameters that are not separately notifiable.  An example of a compound monitoring parameter is a telemetry word or channel containing a 4-bit integer followed by 12 single bit status flags, which can only be selected or telemetered as a whole, but each element of which can be considered an independent status value or monitoring parameter. 
Composition in parameters is not directly supported but is effected by defining the parent and it’s sub-parameters as separate, unrelated, monitoring parameters. Using the example given above, the telemetry word, the 4-bit integer and the 12 single bit flags would all be monitoring parameters and independently notifiable.
3.2.1 Status 

Status monitoring is performed by publishing the status of a set of pre-defined monitoring parameters that contain status information. In most cases it is expected that the service consumer will register for one or more parameters for a period of time and will perform this operation as a set of well defined stages:

· Register for parameters

· Receive updates

· Optionally modify requested parameter list and attribute filter
· Deregister

Monitoring parameters will acquire new values by one of two methods: 

· Physical changes in the properties real-world device. This is the case for a spacecraft parameter who’s values directly indicate a physical state of the spacecraft. 

· Calculations arising from changes to the value of other monitoring parameters. This is the case for a “Derived” or “Synthetic” parameter that takes the values of other monitoring parameters as inputs and apply a function to produce its value.

3.2.2 Behaviour 

This capability involves parameters being periodically sampled and checked against expected behaviour definitions including limit sets. The user is only notified if a parameter misbehaves - for example, goes outside of the specified limits - by the generation of an alert.

To support this the service provider will maintain a list of violating parameter details and report the list, as well as notify entry and exit from the list via an alert.  The list also needs to be recorded in history otherwise to recover it from history would require re-processing all data.
The list of parameters currently in violation will be accessible from this service. The misbehaviour of a parameter will have an associate severity level. 
It is intended that a minimal list of behaviour check types will be supported but that service implementations may support additional custom types. The following is the non-exhaustive list of behaviour checks that should be supported:
· Limit check – the parameter value lies within a specified range

· Expected value check – the parameter value is checked against a specified value

· Delta check – the change in value of a parameter is checked against a pair of thresholds
3.2.3 Statistics
Monitoring parameters may also be subjected to defined statistical evaluations (e.g. min, max, mean, standard deviation) and the resultant statistics implementations, including their values, provided to consumers who register interest in them.

The service will allow the statistics definitions top be added, deleted, modified and associated with a monitoring parameter.
Statistics for parameters are reported together in a set of statistics results.  
3.2.4 Aggregation

Another logical extension to basic monitoring is data aggregation. This provides the capability to acquire several parameters in a single request. The identifier of the data items are resolved to identify the data products and the service provider then acquires this data product.

The aggregation might be one of the following:

· Predefined static by the service provider, e.g. House keeping parameters.

· Predefined at runtime by the consumer, e.g. a status report.

· Referential scope, e.g. a sub-systems parameter set.

For example, the user may request a data product that comprises the accelerations and angular rates of the spacecraft. This would be acquired by reading the appropriate gyros and accelerometers onboard and returning the data as a set.

However, if the service provider is actually on the ground [e.g. a Mission Control System (MCS) kernel acting as a proxy] then it may collate the set from its current “state vector” of all reported parameters.
The definition of the aggregation will include the instructions for collecting the parameter data, either event-based, or timed.
3.3 AlertS
Alerts are raised asynchronously to report a significant occurrence or anomaly. They may originate within the remote service provider (spacecraft or other controlled system) itself or an associated ground-based proxy process in response to a transition in some monitored status. Alerts may also be injected by an authorised M&C Client. Alerts are characterised by an ID and a set of arguments.

The registration process allows a client to specify the filter for the alert information returned. At the most basic level all alerts generated are delivered to the client, but a range of mechanisms for selecting a subset of data are also foreseen as part of the registration process.  These include:

· the referential scope of the data [system, sub-system, etc.]

· a nominated set of alert definitions (all instances)

· filtering by alert argument value

3.4 Actions
Actions enable consumers of the service to control the remote spacecraft. Action invocation operations include: issuing of action directives by an authorised M&C client to the remote service provider,  the construction/instantiation of the Action instance by the service provider, and the subsequent monitoring of the evolving execution status of that action by both the initiator and other M&C client functions.

The registration process allows a client to specify the filter for the status information returned. As with status monitoring, all such data generated by the remote service provider is delivered to the client. In the case of actions this is reporting the progress and current verification state of these actions, but a range of mechanisms for selecting a subset of data are also foreseen as part of the registration process.  These include:

· the referential scope of the data [system, sub-system, etc.]

· a nominated set of action definitions (all instances)

· filtered by action instance attribute (e.g. source)

· filtering by state (e.g. final state only, negative response only)

· filtering by action argument value

Post-checks, or verification, of actions is performed possibly in more than one location but the mechanism for reporting the verification results, querying for results and also the actual checks themselves can be standardised.

Pre-checks, including pre-transmission verification (PTV), checks to see if a command can be taken for execution by the spacecraft, has two main patterns of behaviour:

· Check and then invoke
A command is submitted to an interface to verify if it would be executed if subsequently invoked.. This allows a client application to provide feedback to an operator about the likely success an action without requiring it to be invoked. 
· Attempt to invoke 

A command is submitted to the dispatch interface and the status is checked to see if it passed pre-checks and was therefore invoked and taken for execution. This pattern is likely to be used by automated clients that are only interested in pre-checks for actions that are being taken.
The stages that form the verification process are derived from two main areas, the system being used and the definition of the action in the mission database.

For example, it is normal to perform some sort of pre-check when dealing with a remote service provider such as a spacecraft. This includes checks such as link status as well as spacecraft state and action argument checks as defined in the mission database. In this case the pre-checks would be performed by the proxy service that is present in the ground segment.

It is possible that the system being deployed requires no link checks as it is fully on-board or ground based. In this case the pre-checks would either be non-existent or limited to spacecraft state and action argument checks.
Commonly, a Core M&C provider does not directly control spacecraft devices, instead it performs the role of a proxy: presenting the Core M&C service interface to client applications while implementing it by interacting with the spacecraft via other protocols. This is the role of a mission control system in a typical space system. A situation where a ground-hosted proxy service provider interacts with a space-hosted service provider can be envisaged. In this case, the proxy service provider will invoke an action but is not responsible for managing its execution verification. Instead, it will tell the space-hosted service to take the invoked action on its behalf. The release and receipt stages of actions being taken are observable state changes.
3.5 Conversion

A functional extension of the other services is to add the engineering unit conversion capability. Using this capability, when the consumer registers for updates for a specified parameter, they receive a value that represents the parameter being read, e.g. a quantised temperature value with a unit rather than the raw data value. Alert arguments are similarly converted.

Consumer register for either raw or converted updates or register with both to receive both. 

When providing Action arguments with engineering values, a capable provider can convert them raw values.

4 Service Use Cases
The following section provides the use cases of the service specification. The following areas are identified with their dependencies:
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Figure 4‑1 : Areas

4.1 Monitoring 
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Figure 4‑2 : Monitoring

4.1.1 Status Monitoring 
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Figure 4‑3 : Status Monitoring

	Name
	Register Interest In Parameters 



	Description
	The consumer is asking to receive updates from the service about the parameters.

	Pre conditions
	Not already registered

	Post conditions
	Consumer is registered

	Access restrictions
	Privilege is required.

	Message structures
	SelectionCriteria


	Name
	Deregister Interest In Parameters 



	Description
	The consumer no longer wants to receive updates about the parameters.

	Pre conditions
	Already registered

	Post conditions
	Not registered

	Access restrictions
	None.

	Message structures
	SelectionCriteria


	Name
	Update Parameter


	Description
	An update on a parameter is generated by the provider for the history and to be reported to registered consumers.

	Pre conditions
	None.

	Post conditions
	None.

	Access restrictions
	Only registered consumers will receive this message.

	Message structures
	ParameterDefinition, ParameterStatus


	Name
	Set Parameter 



	Description
	The consumer can force the value of a parameter, overriding a device or calculated value. 

	Pre conditions
	Parameter exists

	Post conditions
	The parameter has changed

	Access restrictions
	Privilege required

	Message structures
	Parameter, Converted Flag, Value


4.1.2 Behaviour 

[image: image6.emf]Checks

+ Register Interest In Behaviour Checks

+ Deregister Interest In Behaviour Checks

+ Update Behaviour Check

+ Report Behaviour Checks

+ Enable Behaviour Checks

+ Disable Behaviour Checks

+ Add Behaviour Check

+ Modify Behaviour Check

+ Delete Behaviour Check

+ Delete All Behaviour Checks

Violations

+ Register In Behaviour Violations

+ Deregister In Behaviour Violations

+ Update Behaviour Violations


Figure 4‑4 : Behaviour

4.1.2.1 Behaviour Violations
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Figure 4‑5 : Behaviour Violations

	Name
	Register In Behaviour Violations 



	Description
	The consumer wants to receive updates about the current behaviour violations.

	Pre conditions
	The consumer is not registered

	Post conditions
	The consumer is registered.

	Access restrictions
	Privilege required

	Message structures
	None


	Name
	Deregister In Behaviour Violations 



	Description
	The consumer wants to stop receiving updates about the current behaviour violations.

	Pre conditions
	The consumer is registered.

	Post conditions
	The consumer is not registered

	Access restrictions
	None.

	Message structures
	None.


	Name
	Update Behaviour Violations 



	Description
	An update about the state of the current set of behaviour violations is produced for history and sent to registered consumers.

	Pre conditions
	None.

	Post conditions
	None.

	Access restrictions
	None.

	Message structures
	BehaviourViolations


4.1.2.2 Behaviour Checks
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Figure 4‑6 : Behaviour Checks
	Name
	Register Interest In Behaviour Checks 



	Description
	The consumer wants to  receive updates about behaviour check definitions. This doe not include information about behaviour violations by parameters.

	Pre conditions
	Not already registered

	Post conditions
	Consumer registered

	Access restrictions
	Privilege Required

	Message structures
	SelectionCriteria


	Name
	Deregister Interest In Behaviour Checks


	Description
	 The consumer wishes to stop receiving updates about behaviour check definitions.

	Pre conditions
	Already registered

	Post conditions
	Not registered

	Access restrictions
	None.

	Message structures
	SelectionCriteria


	Name
	Update Behaviour Check 



	Description
	Updates about behaviour checks are produced for history and to send to registered consumers.

	Pre conditions
	The update event does not already exist

	Post conditions
	The update event exists.

	Access restrictions
	Only registered consumers will receive the update event.

	Message structures
	CheckDefinition.


	Name
	Report Behaviour Checks


	Description
	The consumer wishes to receive a report of all the behaviour checks being handled by the service, including if they are currently applied to parameters.
A report detailing all the behaviour checks being managed by the service is produced and sent to a consumer. It includes details about the behaviour check including if it is currently applied to a parameter.

	Pre conditions
	None.

	Post conditions
	None.

	Access restrictions
	Privilege required.

	Message structures
	Container


	Name
	Enable Behaviour Checks 



	Description
	The consumer can tell the provider to enable checking of parameter behaviour.

	Pre conditions
	The behaviour checks are disabled.

	Post conditions
	The behaviour checks are enabled

	Access restrictions
	Privilege required.

	Message structures
	Check Identifier


	Name
	Disable Behaviour Checks 



	Description
	The consumer can tell the provider to disable checking of parameters.

	Pre conditions
	The behaviour checks are enabled 

	Post conditions
	The behaviour checks are disabled.

	Access restrictions
	Privilege required.

	Message structures
	Check Identifier


	Name
	Add Behaviour Check 



	Description
	This allows the consumer to add a check to the set of checks managed by the provider. The check indicates which parameter it is to be applied to.

	Pre conditions
	The check does not already exist.

	Post conditions
	The check has been added.

	Access restrictions
	Privilege required

	Message structures
	CheckDefinition


	Name
	Modify Behaviour Check 



	Description
	The attributes of a check can be modified, including which parameter it is to be applied to

	Pre conditions
	The check exists

	Post conditions
	The check has been modified

	Access restrictions
	Privilege required

	Message structures
	CheckDefinition


	Name
	Delete Behaviour Check 



	Description
	An existing behaviour check can be deleted by the consumer. 

	Pre conditions
	The check exists

	Post conditions
	The check no longer exists

	Access restrictions
	Privilege required

	Message structures
	Check Identifier


	Name
	Delete All Behaviour Checks 



	Description
	All behaviour checks manage by the provider can be deleted with a single directive.

	Pre conditions
	There are checks to delete.

	Post conditions
	No checks exist.

	Access restrictions
	Privilege required

	Message structures
	None


4.1.3 StatisticS
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Figure 4‑7 : Statistics
4.1.3.1 Statistics Results
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  Figure 4‑8 : Statistics Results
	Name
	Register Interest In Results 



	Description
	The consumer wants to receive updates about the statistical results

	Pre conditions
	Consumer is not already registered

	Post conditions
	Consumer is registered.

	Access restrictions
	Privilege required

	Message structures
	None.


	Name
	Deregister Interest In Results

	Description
	The consumer wants to stop receiving updates about the statistical results.

	Pre conditions
	Consumer is registered.

	Post conditions
	Consumer is not already registered

	Access restrictions
	None.

	Message structures
	None.


	Name
	Update Results

	Description
	The provider produces an update of the current set of results of all the statistics it is managing.

	Pre conditions
	None

	Post conditions
	None

	Access restrictions
	Only registered consumers receive the update

	Message structures
	StatisticsResults


	Name
	Reset Results

	Description
	The consumer wants the currently calculated statistics results to be recalculated from a specified point-in-time, up to the current time.

	Pre conditions
	There are statistics.

	Post conditions
	None.

	Access restrictions
	Privilege required

	Message structures
	None.


4.1.3.2 Statistics
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Figure 4‑9 : Statistics
	Name
	Register Interest in Statistics 



	Description
	 The consumer wants to receive updates about a statistic definition. This is not a registration in the calculated value of a statistic.

	Pre conditions
	Not already registered

	Post conditions
	Consumer registered

	Access restrictions
	Privilege required

	Message structures
	SelectionCriteria


	Name
	Deregister Interest in Statistics 



	Description
	The consumer no longer wants to receive updates about a statistic definition. 

	Pre conditions
	Already registered

	Post conditions
	Not registered

	Access restrictions
	None

	Message structures
	SelectionCriteria


	Name
	Update Statistic 



	Description
	The provider produces an update about a statistic definition.

	Pre conditions
	None

	Post conditions
	None

	Access restrictions
	None

	Message structures
	StatisticDefinition


	Name
	Report Statistics 



	Description
	The consumer is asking for details of all the statistics being managed by the provider.
The provider produces a report of all the statistics it is managing.

	Pre conditions
	None

	Post conditions
	None

	Access restrictions
	Privilege required

	Message structures
	Container of StatisticDefinitions


	Name
	Add  Statistic 



	Description
	The consumer is adding a new statistic to the set of statistics managed by the provider.

	Pre conditions
	The statistic does not already exist, the parameter to which it refers exists.

	Post conditions
	The statistic exists

	Access restrictions
	Privilege required

	Message structures
	StatisticDefinition


	Name
	Modify Statistic 



	Description
	The consumer is modifying the attributes of a statistic that is  managed by the provider.

	Pre conditions
	The statistic exists, the parameter to which it refers exists.

	Post conditions
	The statistic is modified

	Access restrictions
	Privilege required

	Message structures
	StatisticDefinition


	Name
	Delete Statistic 



	Description
	The consumer is deleting an existing statistic from the set of statistics managed by the provider. 

	Pre conditions
	The statistic exists

	Post conditions
	The statistic does not exist

	Access restrictions
	Privilege required

	Message structures
	Statistic Identity


	Name
	Delete All Statistics 



	Description
	The consumer wants all statistics managed by the provider to be deleted. 

	Pre conditions
	There are statistics

	Post conditions
	Non statistics exist

	Access restrictions
	Privilege required

	Message structures
	None


4.1.4 Aggregation 
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Figure 4‑10 : Aggregation

	Name
	Register Interest In Aggregations 



	Description
	The consumer is wanting to receive updates about data aggregations, updates about both the occurrences and their states.

	Pre conditions
	Not already registered

	Post conditions
	Consumer registered

	Access restrictions
	Privilege required

	Message structures
	SelectionCriteria


	Name
	Deregister Interest In Aggregations 



	Description
	The consumer is wanting to stop receiving updates about data aggregations, updates about both their occurrences and their states.

	Pre conditions
	Already registered

	Post conditions
	Not registered

	Access restrictions
	None

	Message structures
	SelectionCriteria


	Name
	Update Aggregation 



	Description
	The provider produces an update about at aggregation.

	Pre conditions
	None

	Post conditions
	None

	Access restrictions
	Only registered consumers will receive this message.

	Message structures
	AggregationStatus, AggregationDefinition


	Name
	Report Aggregations 



	Description
	The consumer wants details of the existing data aggregations that are managed by the provider.
The producer generates a report detailing the aggregations that it is managing.

	Pre conditions
	None

	Post conditions
	None

	Access restrictions
	Privilege required

	Message structures
	Container of AggregationDefinitions


	Name
	Add Aggregation 



	Description
	The consumer wants to add an aggregation to the set managed by the provider.

	Pre conditions
	Data aggregation does not already exist

	Post conditions
	Data aggregation exists.

	Access restrictions
	Privilege required

	Message structures
	AggregationDefinition


	Name
	Modify Aggregation 



	Description
	The consumer wants to modify the attributes of an aggregation that is managed by the provider.

	Pre conditions
	Data aggregation exists.

	Post conditions
	Data aggregation is updated.

	Access restrictions
	Privilege required

	Message structures
	AggregationDefinition


	Name
	Delete Aggregation 



	Description
	The consumer wants to delete an aggregation from the set of aggregations managed by the provider.

	Pre conditions
	Data aggregation exists.

	Post conditions
	Data aggregation is deleted.

Note: Any consumer registered for this aggregation will no longer receive them.

	Access restrictions
	Privilege required

	Message structures
	Aggregation Identity


	Name
	Delete All Aggregations 



	Description
	The consumer wants to delete all aggregations that are managed by the provider.

	Pre conditions
	Aggregations exist

	Post conditions
	There are no aggregations

	Access restrictions
	Privilege required

	Message structures
	None


4.2 Actions 
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Figure 4‑11 : Actions

4.2.1 Action
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Figure 4‑12 : Action 
	Name
	Register Interest In Actions 



	Description
	The consumer wants to receive updates about actions.

	Pre conditions
	Not already registered

	Post conditions
	Consumer registered

	Access restrictions
	Privilege required

	Message structures
	SelectionCriteria


	Name
	Deregister Interest In Actions 



	Description
	 The consumer wants to receive updates about actions.

	Pre conditions
	Already registered

	Post conditions
	Not registered

	Access restrictions
	None

	Message structures
	SelectionCriteria


	Name
	Update Action 



	Description
	The provider produces an update about an action, for history and to send to registered consumers. 

	Pre conditions
	None

	Post conditions
	None

	Access restrictions
	None

	Message structures
	ActionStatus


	Name
	Pre-Check Action 



	Description
	The service consumer wants to check that an action occurrence would be successfully invoked, without actually invoking it.

	Pre conditions
	The action does not already exist

	Post conditions
	The action does not exist

	Access restrictions
	Privilege required

	Message structures
	ActionOccurrence


	Name
	Invoke Action 



	Description
	The consumer wants a new action occurrence to be created and managed by the provider.

	Pre conditions
	The action does not already exist

	Post conditions
	The action exists

	Access restrictions
	Privilege required

	Message structures
	ActionOccurrence


	Name
	Take Action 



	Description
	The consumer is itself an M&C provider and wants another provider to take responsibility for an action that has already been invoked.
Note: This is typical behaviour for a ground-based M&C proxy like a control centre, that directs the spacecraft M&C to take the action that it has invoked.

	Pre conditions
	The action exists

	Post conditions
	The action exists

	Access restrictions
	Privilege required

	Message structures
	ActionOccurrence


4.2.2 Verification
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Figure 4‑13 : Verification 

	Name
	Register Interest In Verifications


	Description
	The consumer wants to receive updates about verifications

	Pre conditions
	Not already registered

	Post conditions
	Registered

	Access restrictions
	Privilege required

	Message structures
	SelectionCriteria


	Name
	Disable Verification Stage 



	Description
	The consumer wants to stop receiving updates about verifications.

	Pre conditions
	Registered

	Post conditions
	Not registered

	Access restrictions
	None.

	Message structures
	SelectionCriteria


	Name
	Update Verification 



	Description
	The provider produces an update for a verification, for history and sending to registered consumers.

	Pre conditions
	None.

	Post conditions
	None.

	Access restrictions
	Only registered consumers will receive the update.

	Message structures
	VerificationDefinition


	Name
	Report Verifications 



	Description
	The consumer requests a synopsis of verifications including whether they are enabled or disabled.
The provider produces a report detailing the current verifications and whether they are enabled or not.

	Pre conditions
	None.

	Post conditions
	None.

	Access restrictions
	Privilege required

	Message structures
	Container of VerificationDefinitions


	Name
	Enable Verification 



	Description
	The verification is enabled so that its result is reported on any new and existing actions.

	Pre conditions
	The verification exists and is disabled

	Post conditions
	The verification exists and is enabled

	Access restrictions
	Privilege required

	Message structures
	Verification Identifier


	Name
	Disable Verification 



	Description
	The verification is disabled so that its result is reported on any new and existing actions.

	Pre conditions
	The verification exists and is enabled.

	Post conditions
	The verification exists and is disabled

	Access restrictions
	Privilege required

	Message structures
	Verification Identifier


	Name
	Add Verification 



	Description
	Adds a verification to an action definition. Will apply to any instances of that action not yet submitted to the system.

	Pre conditions
	The verification does not already exist, the action exists.

	Post conditions
	The verification exists

	Access restrictions
	Privilege required

	Message structures
	VerificationDefinition


	Name
	Modify Verification 



	Description
	The consumer wants to modify the details of an existing verification.

	Pre conditions
	The verification already exists, the action it now refers to exists.

	Post conditions
	The verification exists

	Access restrictions
	Privilege required

	Message structures
	VerificationDefinition


	Name
	Delete Verification 



	Description
	Removes a particular stage check from an action definition. Will apply to any instances of that action not yet submitted to the system.

	Pre conditions
	The verification exists

	Post conditions
	The verification does not exist

	Access restrictions
	Privilege required

	Message structures
	Verification Identity


4.3 Alerts 
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Figure 4‑14 : Alert Operations
	Name
	Register Interest In Alerts 



	Description
	The consumer wants to receive updates about the alerts.

	Pre conditions
	Not already registered

	Post conditions
	Consumer registered

	Access restrictions
	Privilege Required

	Message structures
	SelectionCriteria


	Name
	Deregister Interest In Alerts 



	Description
	The consumer wants to stop receiving updates about the alerts.

	Pre conditions
	Already registered

	Post conditions
	Not registered

	Access restrictions
	None.

	Message structures
	SelectionCriteria


	Name
	Raise Alert 



	Description
	The provider produces a new occurrence of an alert. There are no subsequent updates to the alert

	Pre conditions
	The alert does not already exist

	Post conditions
	The alert exists

	Access restrictions
	None.

	Message structures
	AlertOccurrence


	Name
	Enable Alert 



	Description
	The consumer enables alerting. The provider can raise alerts of that type.

	Pre conditions
	The alert exists and is disabled

	Post conditions
	The alert exists and is enabled

	Access restrictions
	None.

	Message structures
	Alert Identity


	Name
	Disable Alert 



	Description
	The consumer wants to stop the provider from raising alerts of specified types.

	Pre conditions
	The alert exists and is enabled

	Post conditions
	The alert exists and is disabled

	Access restrictions
	None.

	Message structures
	Alert Identity


	Name
	Report Status of Alerts


	Description
	The consumer wants to know the alerting state of all the alerts being managed by the provider.
The provider generates a report for each alert and if they are enabled or not.

	Pre conditions
	None.

	Post conditions
	None

	Access restrictions
	Privilege required

	Message structures
	Container of AlertDefinitions


4.4 Conversion 
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Figure 4‑15 : Conversion

	Name
	Register Interest In Conversion



	Description
	This method allows the consumer to request information regarding the Engineering Unit conversion methods listed below. It does not provide the actual engineering values for the monitoring parameters; these are returned using the normal status monitoring methods. Registration for engineering units is done via the normal status monitoring methods.

	Pre conditions
	Not already registered

	Post conditions
	Consumer registered

	Access restrictions
	Privilege required

	Message structures
	SelectionCriteria


	Name
	Deregister Interest In Conversion



	Description
	Allows a consumer to stop receiving information about conversions.

	Pre conditions
	Already registered

	Post conditions
	Not registered

	Access restrictions
	None

	Message structures
	SelectionCriteria


	Name
	Update Conversion 



	Description
	The provider of the M&C service produces an update event containing information about a conversion.

	Pre conditions
	None.

	Post conditions
	None.

	Access restrictions
	None

	Message structures
	ConversionDefinition


	Name
	Report Conversions


	Description
	Requests the production of a current list of all the conversions indicating  what they are being applied to.
The service provider produces a report detailing the current conversions that it can use.

	Pre conditions
	None

	Post conditions
	None

	Access restrictions
	Privilege required

	Message structures
	Container of ConversionDefinitions


	Name
	Add Conversion 



	Description
	Adds a new conversion to the list of conversions that can be applied in the service.

	Pre conditions
	Conversion does not already exist.

	Post conditions
	Conversion exists.

	Access restrictions
	Privilege required

	Message structures
	ConversionDefinition


	Name
	Modify Conversion 



	Description
	Modify data in the conversion

	Pre conditions
	Conversion already exists.

	Post conditions
	Conversion is updated.

	Access restrictions
	Privilege required

	Message structures
	ConversionDefinition


	Name
	Delete Conversion 



	Description
	Removes an engineering conversion.

	Pre conditions
	Conversion already exists.

	Post conditions
	Conversion has been deleted.

	Access restrictions
	Privilege required

	Message structures
	ConversionIdentity


	Name
	Apply Conversion 



	Description
	Apply a conversion to a object: Parameter, Alert Argument or Action Argument. The provider will add an implementation of this conversion to the object which will hold the converted value.

	Pre conditions
	Conversion already exists.

	Post conditions
	Conversion has been applied

	Access restrictions
	Privilege required

	Message structures
	Conversion Identity and Parameter Identity


	Name
	Remove Conversion 



	Description
	Remove a conversion from a object: Parameter, Alert Argument or Action Argument. The provider will remove the implementation of this conversion from the object.

	Pre conditions
	Conversion already exists.

	Post conditions
	Conversion has been removed.

	Access restrictions
	Privilege required

	Message structures
	Conversion Identity and Parameter Identity


5 Service Specification
This section details the data model, service interface and the SDUs used to interact with the model. MERGEFIELD Diagram.Notes
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Figure 5‑1 : Logical View
5.1 Service Definition 

This section documents the service interfaces and the associated operations and data structures passed by them.

The services defined here build upon the base services defined by the Common Services.
MERGEFIELD Diagram.Notes
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Figure 5‑2 : Service Definition
5.1.1 Monitoring 

The monitoring service covers all solicited aspects of spacecraft monitoring.MERGEFIELD Diagram.Notes
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Figure 5‑3 : Monitoring Service
Status
Abstract Interface  Extends: Subscribe
Service interface for the provisions of parameter values.
Operations
	Method
	Parameters
	Notes

	RegisterInterestInParameters()
	Filter [SubscriptionSet  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	DeregisterInterestInParameters()
	Filter [SubscriptionSet  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	SetParameter()
	Value [Attribute  in] MERGEFIELD MethParameter.Notes
Converted [Boolean  in] MERGEFIELD MethParameter.Notes
ParameterIdentity [Identifier  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	UpdateParameter()
	ParameterState [ParameterStatus  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	UpdateParameter()
	Parameter [ParameterDefinition  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes


MERGEFIELD Pkg.Notes
Behaviour
Abstract Interface  Extends: Subscribe
MERGEFIELD Element.Notes
Operations
	Method
	Parameters
	Notes

	RegisterInterestInBehaviourChecks()
	Filter [SubscriptionSet  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	DeregisterInterestInBehaviourChecks()
	Filter [SubscriptionSet  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	UpdateBehaviourCheck()
	Check [CheckDefinition  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	RequestBehaviourChecks()
	
	MERGEFIELD Meth.Notes

	ReportBehaviourChecks()
	BehaviourChecks [Container  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	EnableBehaviourCheck()
	ParameterIdentity [Identifier  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	DisableBehaviourCheck()
	ParameterIdentity [Identifier  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	AddBehaviourCheck()
	Check [CheckDefinition  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	ModifyBehaviourCheck()
	Check [CheckDefinition  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	DeleteBehaviourCheck()
	CheckIdentity [Identifier  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	DeleteAllBehaviourChecks()
	
	MERGEFIELD Meth.Notes


Violations
Abstract Interface  Extends: Subscribe
MERGEFIELD Element.Notes
Operations
	Method
	Parameters
	Notes

	RegisterInterestInViolations()
	
	MERGEFIELD Meth.Notes

	DeregisterInterestInViolations()
	
	MERGEFIELD Meth.Notes

	UpdateViolations()
	Violations [BehaviourViolations  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes


MERGEFIELD Pkg.Notes
Statistics
Abstract Interface  Extends: Subscribe
MERGEFIELD Element.Notes
Operations
	Method
	Parameters
	Notes

	RegisterInterestInStatistics()
	Filter [SubcriptionSet  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	DeregisterInterestInStatistics()
	Filter [SubcriptionSet  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	UpdateStatistic()
	Statistics [StatisticsDefinition  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	RequestStatistics()
	
	MERGEFIELD Meth.Notes

	ReportStatistics()
	Statistics [Container  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	AddStatistic()
	Statistic [StatisticDefinition  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	ModifyStatistic()
	Statistic [StatisticDefinition  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	DeleteStatistic()
	Statistic [Identifier  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	DeleteAllStatistics()
	
	MERGEFIELD Meth.Notes


MERGEFIELD Pkg.Notes
StatisticsResults
Abstract Interface  Extends: MERGEFIELD Element.BaseClasses
MERGEFIELD Element.Notes
Operations
	Method
	Parameters
	Notes

	RegisterInterestInResults()
	
	MERGEFIELD Meth.Notes

	DeregisterInterestInResults()
	
	MERGEFIELD Meth.Notes

	UpdateResults()
	Results [StatisticsResults  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	ResetResults()
	
	MERGEFIELD Meth.Notes


Aggregation
Abstract Interface  Extends: Subscribe
Service interface for the provisions of aggregation occurrences.
Operations
	Method
	Parameters
	Notes

	RegisterInterestInAggregations()
	Filter [SelectionCriteria  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	DeregisterInterestInAggregations()
	Filter [SelectionCriteria  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	UpdateAggregation()
	Aggregation [AggregationStatus  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	UpdateAggregation()
	Aggregation [AggregationDefinition  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	RequestAggregations()
	Filter [SelectionCriteria  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	ReportAggregation()
	Aggregation [AggregationStatus  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	AddAggregation()
	Aggregation [AggregationDefinition  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	ModifyAggregation()
	Aggregation [AggregationDefinition  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	DeleteAggregation()
	AggregationIdentity [Identifier  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	DeleteAllAggregations()
	
	MERGEFIELD Meth.Notes


5.1.2 Actions 

The Actions service covers all aspects of spacecraft commanding.
Action
Abstract Interface  Extends: Subscribe
MERGEFIELD Element.Notes
Operations
	Method
	Parameters
	Notes

	RegisterInterestInActions()
	Filter [SubscriptionSet  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	DeregisterInterestInActions()
	Filter [SubscriptionSet  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	UpdateAction()
	State [ActionStatus  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	UpdateAction()
	Definition [ActionDefinition  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	PreCheckAction()
	Arguments [Container  in] MERGEFIELD MethParameter.Notes
ActionIdentity [Identity  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	InvokeAction()
	Arguments [Container  in] MERGEFIELD MethParameter.Notes
ActionIdentity [Identity  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	TakeAction()
	Arguments [Container  in] MERGEFIELD MethParameter.Notes
ActionIdentity [Identifier  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes


Verification
Abstract Interface  Extends: Subscribe
MERGEFIELD Element.Notes
Operations
	Method
	Parameters
	Notes

	RegisterInterestInVerifications()
	Filter [SubscriptionSet  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	DeregisterInterestInVerifications()
	Filter [SubscriptionSet  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	UpdateVerification()
	State [VerificationDefinition  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	RequestVerifications()
	Filter [SelectionCriteria  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	ReportVerification()
	Verification [VerificationDefinition  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	AddVerification()
	Verification [VerificationDefinition  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	ModifyVerification()
	Verification [VerificationDefinition  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	DeleteVerification()
	VerificationIdentity [Identifier  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	DeleteAllVerifications()
	
	MERGEFIELD Meth.Notes

	DisableVerification()
	VerificationIdentity [Identifier  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	EnableVerification()
	VerificationIdentity [Identifier  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes


5.1.3 Alert 

The Alert service covers unsolicited aspects of spacecraft monitoring.
Alert
Abstract Interface  Extends: Subscribe
MERGEFIELD Element.Notes
Operations
	Method
	Parameters
	Notes

	RegisterInterestInAlerts()
	Filter [SelectionCriteria  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	DeregisterInterestInAlerts()
	Filter [SelectionCriteria  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	RaiseAlert()
	Alert [AlertStatus  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	UpdateAlert()
	Alert [AlertDefinition  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	RequestStateOfAlerts()
	Filter [SelectionCriteria  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	ReportAlertStatus()
	Alert [ArgumentDefinition  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	EnableAlert()
	AlertIdentity [Identifier  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	DisableAlert()
	AlertIdentity [Identifier  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes


5.1.4 Conversion 

MERGEFIELD Pkg.Notes
Conversion
Abstract Interface  Extends: Subscribe
MERGEFIELD Element.Notes
Operations
	Method
	Parameters
	Notes

	RegisterInterestInConversions()
	Filter [SubscriptionSet  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	DeregisterInterestInConversions()
	Filter [SubscriptionSet  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	UpdateConversion()
	Update [ConversionDefinition  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	RequestConversions()
	Filter [SelectionCriteria  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	ReportConversion()
	Conversion [ConversionDefinition  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	AddConversion()
	Conversion [ConversionDefinition  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	DeleteConversion()
	ConversionIdentity [Identifier  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	ModifyConversion()
	Conversion [ConversionDefinition  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	ApplyConversion()
	ParameterDefinition [Identity  in] MERGEFIELD MethParameter.Notes
ConversionIdentity [Identifier  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes

	RemoveConversion()
	ParameterDefinition [Identity  in] MERGEFIELD MethParameter.Notes
ConversionIdentity [Identifier  in] MERGEFIELD MethParameter.Notes

	MERGEFIELD Meth.Notes


5.2 Data Models 

The data model for the services are built upon a simple base model. This base model defines the basic building blocks for the other services.

The data models are themselves not used directly but show how the services represent the data.
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Figure 5‑4 : Data Models
5.2.1 Arguments 

A common set of data types supporting Actions and Alerts. Arguments hold data whose values are specific to each occurrence of Actions and Alerts.
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Arguments
Argument
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Object
MERGEFIELD Element.Notes
Attributes
	Attribute
	Type
	Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes


ArgumentDefinition
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Definition
MERGEFIELD Element.Notes
Attributes
	Attribute
	Type
	Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes

	Description
	String
	MERGEFIELD Att.Notes

	Encoding
	Encoding
	MERGEFIELD Att.Notes


ArgumentOccurrence
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Occurrence
MERGEFIELD Element.Notes
Attributes
	Attribute
	Type
	Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes

	RawValue
	Integer
	MERGEFIELD Att.Notes

	ConvertedUnit
	String
	MERGEFIELD Att.Notes

	ConvertedValue
	Attribute
	MERGEFIELD Att.Notes


5.2.2 Monitoring 

The monitoring model is focused on the Parameter object. A parameter occurrence is not usually communicated; instead it's status instances are reported to registered consumers.

The monitoring model has four sub packages: Status, Behaviour, Statistics and Aggregation. The Status package uses components from its Behaviour Package and Calibration Service. It is also referenced by its Statistics and Aggregation package.
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Figure 5‑5 : Monitoring Model
5.2.2.1 Status 

The Parameter model in split into three parts, a Parameter Object is used to represent a parameter in the history. A set of time stamped ParameterDefinition Instances to represent of the state of the parameter definition history and finally the set of time stamped ParameterValue Instances to hold the actual parameter value history.



MERGEFIELD Diagram.Notes
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Figure 5‑6 : Status
Parameter
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Object
Object that represents a Parameter throughout history in all its forms and versions.
Attributes
	Attribute
	Type
	Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes


ParameterDefinition
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Definition, Occurrence
A specific instance of a parameter definition with a set of associated attributes such as conversion used etc.

A new version of this object is created each time the definition of the parameter changes, for example a new conversion definition is to be used.

Attributes
	Attribute
	Type
	Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes

	Description
	String
	MERGEFIELD Att.Notes

	Timestamp
	Time
	MERGEFIELD Att.Notes

	Encoding
	Encoding
	MERGEFIELD Att.Notes

	Conversion
	ConversionDefinition
	MERGEFIELD Att.Notes


ParameterStatus
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Status
A specific time stamped value of the parameter. It holds the converted and raw value and identifiers which definition was used.



Attributes
	Attribute
	Type
	Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes

	Timestamp
	Time
	MERGEFIELD Att.Notes

	ValidityState
	ValidityValue
	MERGEFIELD Att.Notes

	CheckResultValue
	CheckResultValue
	MERGEFIELD Att.Notes

	RawValue
	Integer
	MERGEFIELD Att.Notes

	ConvertedValue
	Attribute
	MERGEFIELD Att.Notes

	ConvertedUnit
	String
	MERGEFIELD Att.Notes


Encoding
Abstract Class  Extends: Container
Abstract class that represents the mechanism used to acquire the value of the parameter.
RawEncoding
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Encoding
Encoding that acquires the value of a parameter from a 'raw' object such as an onboard device register,  a packet or a frame.
Attributes
	Attribute
	Type
	Notes

	WidthInBits
	Integer
	MERGEFIELD Att.Notes

	BigEndian
	Boolean
	MERGEFIELD Att.Notes


DerivedEncoding
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Encoding
Encoding that acquires its value from the values of other parameters. This component contains the definition of the derived parameter function and the list of input parameters that can be used for dependency checking.
Attributes
	Attribute
	Type
	Notes

	Inputs
	Container
	MERGEFIELD Att.Notes


ValidityDefinition
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: MERGEFIELD Element.BaseClasses
Enumeration definition holding the possible values of a validity check result.
Attributes
	Attribute
	Type
	Notes

	INVALID
	String
	The validity criteria has been evaluated to FALSE.

	VALID
	String
	The validity criteria has been evaluated to TRUE or there is no criteria defined.

	UNVERIFIED
	String
	The validity OF the validity criteria has been evaluated to FALSE and therefore cannot be used to verify the current value.

	TOO_EARLY
	String
	No value exists at the time requested.

	EXPIRED
	String
	The parameter has a time out associated which has expired.


ValidityValue
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: MERGEFIELD Element.BaseClasses
A specific validity value.
5.2.2.2 Behaviour 

This section documents the Parameter limit checking model.
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Figure 5‑7 : Behaviour Checks
Check
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Object
Object that represents a Check throughout history in all its forms and versions.
Attributes
	Attribute
	Type
	Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes


CheckDefinition
Abstract Class  Extends: Definition, Occurrence
A specific instance of a check with a set of associated attributes such as check type etc.

A new version of this object is created each time the definition changes, for example a new definition is to be used.

Attributes
	Attribute
	Type
	Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes

	Description
	String
	MERGEFIELD Att.Notes

	Timestamp
	Time
	MERGEFIELD Att.Notes

	Converted
	Boolean
	Whether the Raw or Converted value of the Parameter should be used in the check.

	ViolationCount
	Integer
	Number of consecutive valid parameter samples violating the check required to declare the parameter to be in violation.

	Severity
	CheckSeverityValue
	Indicating the seriousness of the violation based on its possible negative consequences.

	Applicability
	CheckCriteria
	Indicating which parameters the check applies to.


LimitCheck
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: CheckDefinition
Limit check that defines a high and low limit. The ranges given are valid for numbers lower than the min and higher than the max values. These ranges should not overlap, but if they do, assume the most severe range is to be applied. All ranges are optional and it is quite allowed for there to be only one end of the range.
Attributes
	Attribute
	Type
	Notes

	LowerLimit
	Attribute
	MERGEFIELD Att.Notes

	UpperLimit
	Attribute
	MERGEFIELD Att.Notes


DeltaCheck
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: CheckDefinition
Check that defines a delta transition. Can be time based or sample based.
Attributes
	Attribute
	Type
	Notes

	LowerThreshold
	Attribute
	MERGEFIELD Att.Notes

	UpperThreshold
	Attribute
	MERGEFIELD Att.Notes


ConstantCheck
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: CheckDefinition
Check that defines the constant value to compare against for a consistency check.
Attributes
	Attribute
	Type
	Notes

	ExpectedValue
	Attribute
	MERGEFIELD Att.Notes


CheckCriteria
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: MERGEFIELD Element.BaseClasses
Mapping class that holds a criteria expression to be evaluated to determine is a particular limit check should be applied.
Attributes
	Attribute
	Type
	Notes

	Criteria
	ParameterExpression
	The expression indicates which parameters are applicable for this check.


CheckResultDefinition
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: MERGEFIELD Element.BaseClasses
Enumeration definition holding the possible values of a check result.
Attributes
	Attribute
	Type
	Notes

	OK
	String
	All checks are OK or there are none defined.

	UNCHECKED
	String
	No check has yet been performed

	DISABLED
	String
	The check has just been disabled.

	UNEXPECTED
	String
	Unexpected value for a ConstantCheck test.

	LOW
	String
	Applicable to limit checks

	HIGH
	String
	Applicable to limit checks


CheckResultValue
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: MERGEFIELD Element.BaseClasses
A specific check result value.
CheckSeverityDefinition
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: EnumerationDefinition
Enumeration holding the possible values for the check severity. Normally, only the Warning and Critical ranges are used and the colour yellow is associated with Warning and the colour red is associated with Critical.
Attributes
	Attribute
	Type
	Notes

	INFORMATIONAL
	String
	Indicating a nominal situation with no consequences

	WARNING
	String
	Indicating unexpected behaviour without directly threatening concequences.

	ALARM
	String
	Behaviour of serious concern requiring the attention of an Operator but not necessarily a malfunction.

	SEVERE
	String
	Behaviour indicating that the monitored item has malfunctioned. Requires Operator attention.

	CRITICAL
	String
	Behaviour with mission threatening consequences. Requires Operator attention.


ParameterExpression
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: MERGEFIELD Element.BaseClasses
Simple class that represents a simple parameter expression.
Attributes
	Attribute
	Type
	Notes

	ParameterDefinition
	Identifier
	MERGEFIELD Att.Notes

	Operator
	ExpressionOperator
	MERGEFIELD Att.Notes

	Value
	Attribute
	MERGEFIELD Att.Notes


CheckSeverityValue
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Enumeration
A specific check severity value.
ExpressionOperator
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: MERGEFIELD Element.BaseClasses
Enumeration definition holding the possible values of a basic expression operator.
Attributes
	Attribute
	Type
	Notes

	==
	String
	MERGEFIELD Att.Notes

	<>
	String
	MERGEFIELD Att.Notes

	>
	String
	MERGEFIELD Att.Notes

	>=
	String
	MERGEFIELD Att.Notes

	<
	String
	MERGEFIELD Att.Notes

	<=
	String
	MERGEFIELD Att.Notes


BehaviourViolations
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: OccurrenceMERGEFIELD Element.BaseClasses
Contains details of all the violating parameters.
Attributes
	Attribute
	Type
	Notes

	Violations
	Container
	MERGEFIELD Att.Notes


5.2.2.3 Statistics 

MERGEFIELD Pkg.Notes
MERGEFIELD Diagram.Notes
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Figure 5‑8 : Statistics
Statistic
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Object
MERGEFIELD Element.Notes
Attributes
	Attribute
	Type
	Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes


StatisticDefinition
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Definition, Occurrence
MERGEFIELD Element.Notes
Attributes
	Attribute
	Type
	Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes

	Description
	String
	MERGEFIELD Att.Notes

	Timestamp
	Time
	MERGEFIELD Att.Notes


StatisticsResults
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Occurrence
MERGEFIELD Element.Notes
Attributes
	Attribute
	Type
	Notes

	Statistics
	Container
	MERGEFIELD Att.Notes


StatisticsStatus
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Status
MERGEFIELD Element.Notes
Attributes
	Attribute
	Type
	Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes

	Timestamp
	Time
	MERGEFIELD Att.Notes

	Results
	Container
	MERGEFIELD Att.Notes


5.2.2.4 Aggregation 

The model for the aggregation follows a similar pattern as the parameter model, an object for each defined aggregation with a set of definitions and a set of aggregation occurrences.
This section shows some examples of the data models in use. It illustrates the working relationships between the various model components.
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Figure 5‑9 : Monitoring Aggregations
Aggregation
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Object
Object that represents a Aggregation throughout history in all its forms and versions.
Attributes
	Attribute
	Type
	Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes


AggregationDefinition
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Definition, Occurrence
A specific instance of an aggregation with a set of associated attributes such as parameters referenced etc.

A new version of this object is created each time the definition of the aggregation changes, for example a new parameter instance is to be used.

In the case of an OOL aggregation, where the list of parameters currently out of limits is required, the definition should not contain any references as each AggregationOccurrence will be created in an ad hoc manner.

Attributes
	Attribute
	Type
	Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes

	Description
	String
	MERGEFIELD Att.Notes

	Timestamp
	Time
	MERGEFIELD Att.Notes

	ParameterDefinitions
	Container
	MERGEFIELD Att.Notes


AggregationStatus
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Status
A specific time stamped occurrence of the aggregation.
Attributes
	Attribute
	Type
	Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes

	Timestamp
	Time
	MERGEFIELD Att.Notes

	ParameterStatuses
	Container
	MERGEFIELD Att.Notes


5.2.3 Actions 

The Actions model also has an object, its definitions and many occurrences of that action definition. Changes of verification state are reported with Action Status instances. Actions take arguments that may only be set when the Action Occurrence is invoked.
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Figure 5‑10 : Actions
5.2.3.1 Action MERGEFIELD Pkg.Notes
MERGEFIELD Diagram.Notes
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Figure 5‑11 : Action
Action
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Object
MERGEFIELD Element.Notes
Attributes
	Attribute
	Type
	Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes


ActionDefinition
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Definition
MERGEFIELD Element.Notes
Attributes
	Attribute
	Type
	Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes

	Description
	String
	MERGEFIELD Att.Notes

	Timestamp
	Time
	MERGEFIELD Att.Notes

	ArgumentDefinitions
	Container
	MERGEFIELD Att.Notes

	VerificationDefinitions
	Container
	MERGEFIELD Att.Notes


ActionOccurrence
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Occurrence
MERGEFIELD Element.Notes
Attributes
	Attribute
	Type
	Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes

	Timestamp
	Time
	MERGEFIELD Att.Notes

	Arguments
	Container
	MERGEFIELD Att.Notes


ActionStatus
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Status
MERGEFIELD Element.Notes
Attributes
	Attribute
	Type
	Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes

	Timestamp
	Time
	MERGEFIELD Att.Notes

	Verifications
	Container
	MERGEFIELD Att.Notes


5.2.3.2 Verification 

MERGEFIELD Pkg.Notes
MERGEFIELD Diagram.Notes
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Figure 5‑12 : Verification
Verification
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Object
MERGEFIELD Element.Notes
Attributes
	Attribute
	Type
	Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes


VerificationDefinition
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Definition
MERGEFIELD Element.Notes
Attributes
	Attribute
	Type
	Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes

	Timestamp
	Time
	MERGEFIELD Att.Notes

	Stage
	VerificationStage
	MERGEFIELD Att.Notes

	Window
	Duration
	MERGEFIELD Att.Notes

	ServiceInstance
	Identifier
	MERGEFIELD Att.Notes


VerificationOccurrence
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Occurrence
MERGEFIELD Element.Notes
Attributes
	Attribute
	Type
	Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes

	State
	VerificationState
	MERGEFIELD Att.Notes

	Timestamp
	Time
	MERGEFIELD Att.Notes

	Delay
	Duration
	The provider is responsible for calculation the delay between the invocation of the action and the verification occurrance. This is intended to allow for variations in the delay do to the link property e.g. one-way-light time.


VerificationStage
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Enumeration
MERGEFIELD Element.Notes
VerificationStageDefinition
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: EnumerationDefinition
MERGEFIELD Element.Notes
Attributes
	Attribute
	Type
	Notes

	RECEIPT
	String
	MERGEFIELD Att.Notes

	RELEASE
	String
	MERGEFIELD Att.Notes

	ACCEPTANCE
	String
	MERGEFIELD Att.Notes

	EXECUTION
	String
	MERGEFIELD Att.Notes

	COMPLETION
	String
	MERGEFIELD Att.Notes


VerificationState
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Enumeration
VerificationStateDefinition
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: EnumerationDefinition
MERGEFIELD Element.Notes
Attributes
	Attribute
	Type
	Notes

	RELEASED
	String
	MERGEFIELD Att.Notes

	RECEIVED
	String
	MERGEFIELD Att.Notes

	ACCEPTED
	String
	MERGEFIELD Att.Notes

	REJECTED
	String
	MERGEFIELD Att.Notes

	EXECUTING
	String
	MERGEFIELD Att.Notes

	COMPLETE
	String
	MERGEFIELD Att.Notes

	FAILED
	String
	MERGEFIELD Att.Notes

	SUPERSEEDED
	String
	MERGEFIELD Att.Notes

	ASSUMED
	String
	MERGEFIELD Att.Notes


5.2.4 Alerts 

Alerts are similar is construction to Actions in that they take arguments whose values cannot be changed once the Alert is raised. An Alerts has only a single instance of an Alert Status because it can have no further changes of state.
MERGEFIELD Diagram.Notes
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Figure 5‑13 : Alerts
Alert
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Object
MERGEFIELD Element.Notes
Attributes
	Attribute
	Type
	Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes


AlertDefinition
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Definition
MERGEFIELD Element.Notes
Attributes
	Attribute
	Type
	Notes

	Description
	String
	MERGEFIELD Att.Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes

	Timestamp
	Time
	MERGEFIELD Att.Notes

	Enabled
	Boolean
	MERGEFIELD Att.Notes


AlertOccurrence
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: Occurrence
MERGEFIELD Element.Notes
Attributes
	Attribute
	Type
	Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes

	Timestamp
	Time
	MERGEFIELD Att.Notes

	Arguments
	Container
	MERGEFIELD Att.Notes


AlertStatus
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: MERGEFIELD Element.BaseClasses
MERGEFIELD Element.Notes
Attributes
	Attribute
	Type
	Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes

	Timestamp
	Time
	MERGEFIELD Att.Notes


5.2.5 Conversion 

Conversions are a generalised service object that are always associated with a Parameter, Action Argument or Alert Argument.MERGEFIELD Diagram.Notes
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Figure 5‑14 : Conversion
BidirectionalFunction
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: FunctionConversion
A bidirectional function has both forward and reverse functions.
Conversion
Abstract Class  Extends: Object
MERGEFIELD Element.Notes
Attributes
	Attribute
	Type
	Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes


ConversionDefinition
Abstract Class  Extends: Definition, Occurrence
ConversionDefinitions define the behaviour of the conversion. There are two main categories of conversion, one based on a set of points, and one based on functions.
Attributes
	Attribute
	Type
	Notes

	Identity
	Identifier
	MERGEFIELD Att.Notes

	Description
	String
	MERGEFIELD Att.Notes

	Timestamp
	Time
	MERGEFIELD Att.Notes

	Implementations
	Container
	MERGEFIELD Att.Notes


ConversionPoint
Abstract Class  Extends: Pair
Conversions points are pairs of attribute values that define points in a graph. They can be used to define the behaviour of Enumeration, Range, Line and Poly conversion functions.
Attributes
	Attribute
	Type
	Notes

	First
	Attribute
	MERGEFIELD Att.Notes

	Second
	Attribute
	MERGEFIELD Att.Notes


Enumeration
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: BidirectionalFunction
An enumeration is a bidirectional conversion between two descrete raw and engineering values. The first attribute of the pair is the raw Integer. The second attribute is the engineering value of type: Integer, Boolean or Enumeration.
FunctionConversion
Abstract Class  Extends: ConversionDefinition
Function conversions make use of user defined functions to perform the conversion.
Line
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: BidirectionalFunction
The line is a bi-directional conversion between raw and engineered values. It is defined by a series of points between which, values are to be interpolated. The Extrapolate attribute indicates if values can also be linearly extrapolated beyond the initial and final points. The first attribute of the pair is a  raw Intgere, the second attribute is a Float engineering value.
Attributes
	Attribute
	Type
	Notes

	Extrapolate
	Boolean
	MERGEFIELD Att.Notes


OnewayFunction
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: FunctionConversion
Oneway functions convert from raw Integer values to an engineered value of type Boolean, Integer, Float or Enumeration of vice-versa.
Poly
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: OnewayFunction
Poly conversions are forward (raw to engineered) only. They are defined by a series of points for the polynomial coefficients. The first attribute is an Integer, being the index of the term, the second attribute is a Float, being the coefficient of the term.
Range
MERGEFIELD Element.Classifier

MERGEFIELD Element.Abstract Class  Extends: OnewayFunction
The range is a bi-directional conversion to convert between a continuous range to a discrete value. The first attribute in each pair is the raw range and the second attribute is the engineered value which can be of type Integer, Boolean, Float or Enumeration.
5.3 Model Examples 

To aid understanding of the runtime relationship between the classes the following examples are provided.
5.3.1 Monitoring Example MERGEFIELD Pkg.Notes
This figure shows the relationship between instances of the various classes. Each parameter value is associated with an instance of the parameter, if a change is made to the parameter then a new instance of it is created. This allows the history to correctly reflect the state of the parameter at that time.
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Figure 5‑15 : Monitoring Data Object Example


