Space Assigned Number Authority (SANA)


Mandate

· CCSDS A02.1-Y-2.  Restructured Organization and Processes for the Consultative Committee for Space Data Systems. Yellow Book. Issue 2. April 2004:

· 1.4.6 Space Assigned Numbers Authority (SANA) The core registrar for the CMC’s activities is the SANA. Many space mission protocols require that someone keep track of key protocol numbering assignments that were added after the protocol came out. Typical examples of the kinds of registries needed are for Spacecraft IDs, protocol version numbers, reserved APIDs and SFDU Control Authorities. The SANA provides this key configuration management service for CCSDS. The CMC approves the organization that will act as the SANA. Its public interface is focused through web-based services provided by the Secretariat.
SANA Overview

· The SANA is an information registry, access and management service for CCSDS, it’s member agencies, and their operational missions

· The SANA manages certain sets of CCSDS developed global information 

· The SANA provides a registry service for other relevant information sets and a framework for integrating them and making them available through a common web based interface

· Make a service available for other agencies or groups to make any of their relevant global information available as they wish
· The CCSDS web interface will also provide pointers to CCSDS documents and other external information sources relevant to space operations

SANA Requirements

Requirement Status Coding:

· Green, agreed requirement 

· Orange, requirement in discussion

· Magenta, future requirement 

· Red, rejected requirement

· Underlined, requirement with open questions

Functionality

· SANA information shall be globally accessible

· SANA information shall be easy to locate 

· There shall be at least one well known point of access

· Users shall be able to ask for information and be pointed to one or more authoritative sources 

· Users shall be able to formulate queries for any attribute of any information object

· Query responses shall be in some standard form that can be processed for display or other re-use, e.g. XML

· SANA shall handle mapping of multiple alpha-numeric identifiers, canonical vs synonyms (and provenance)

· The SANA shall provide a single sign-on when secure access or update of information is required, levied on main CCSDS web page / server

· The SANA shall provide secure means to authenticate servers, where required

· The SANA shall provide access to the following information categories:

· S/C IDs 

· Object IDs (see Content for objects & scope)

· Other CCSDS global information (e.g. XML schema & namespaces)

· Protocol numbers and SLE and other port IDs
· The SANA shall provide a federated approach for access to managed information

· It shall provide at least one CCSDS central information source 

· It shall provide access to an extensible set of agency and external information sources

· The SANA shall support mechanisms for managing federated information local to the provider and integration of that information into the broader framework

· The SANA shall provide access to public information and to any relevant information that the suppliers wish to make available

· The SANA shall provide means to limit access to restricted information to the known CCSDS community

· The SANA shall support security of information and resources as required by the owners of that information (and deal with aggregation issues and risk analysis)

· The SANA shall support creation of future Globally Unique IDs, with backward compatibility (CCSDS revised A31x0y1-1 procedure?)

Content

· CCSDS “owned” objects shall be managed in accordance with CCSDS procedures

· S/C IDs

· GSCID (8 & 10 bit) CCSDS CA process

· Numeric, alpha, (re-)mapping, English only? 

· Integrate existing CCSDS ID Control Authority information and processes, but supplement or revise as needed

· Agency and other objects shall be managed locally by the owners of these data

· But widely accessible through the common interface 

· E.g. NASA SCID (6-8, 10? bit), and related object IDs used by other CCSDS member agencies
·  “Object” is defined as any known element used in mission communications, planning, and operations or tracking, trajectory propagation attitude determination and orbit determination
· Protocol entities and assigned numbers (CCSDS) 

· SLE port numbers, service providers and protocol numbers (CCSDS)

· Ground (and space) tracking stations (individual antennas; possibly complexes, relay spacecraft) CCSDS Green Book + high prec station locations (CCSDS future NavWG std)
· CCSDS compliant Orbiters, Rovers, landers, balloons, airplanes, stations (CCSDS future std) 

· CCSDS global XML schema and related structures

· Multi-part spacecraft and constellations that substantially separate sometime during the mission (CCSDS future std)

· The SANA shall provide a glossary of defined names and terms 

· The SANA shall provide a global data model & dictionary

· The SANA shall accommodate spacecraft and mission name changes occurring before or after launch

· The SANA shall accommodate multi-vehicle missions.

· The SANA shall accommodate test and simulation IDs and names, in addition to flight IDs and names.

· Some identifiers (planetary objects) may be defined and managed by other organizations  but pointed to by SANA

· The SANA may provide access to databases of Natural bodies (planets, natural satellites, comets, asteroids, sun), including satellites of satellites and satellites of asteroids (e.g. Dactyl orbiting Gaspra) (Navigation and PDS data)

· The SANA may provide access to a Gazetteer (feature names, PDS data)

· The SANA may provide access to International databases of S/C identifiers (SatCat (SpaceWarn, used by ODM) and COSPAR international identifiers,  which org has authority?) 

Architecture / Infrastructure 

· Requirement to provide at least one well known point of access to all information holdings including federated sources

· Requirement to provide framework for federated access to information managed and provided by CCSDS and other organizations

· Requirement to access all federated data sources thru standard web interface

· The SANA web interface shall provide “Google like” free text access to information holdings 

· The SANA web interface shall provide customizable forms based query interface to information holdings 

· The SANA web interface shall provide an IANA-like top level page of offered services and information sets

· Requirement for minimum impact on any existing data sources to integrate into the SANA framework

· All integrated data sources shall have standard programmatic interfaces and may have web accessible interfaces 

· The SANA registry shall provide access to data holdings and points of contact 

· The SANA shall provide security mechanisms for access control and user and server authentication where needed

· The SANA framework shall provide means to test, validate, and report on its own operations

· The SANA architecture shall utilize best current developments in information infrastructure and web based systems

· Such as, use of XML tools and approaches where applicable  

· The SANA Architecture may leverage work that is being done in:

· Web Services and Grid communities

· CCSDS Information Architecture Working Group 

· Object Oriented Data Technology (OODT)

Processes 
· The SANA implementation and roll-out process shall be a phased approach 

· The SANA processes shall be documented, easy to locate and invoke, and to understand 

· The SANA shall have defined processes for updating and managing the directly held information

· The SANA shall have defined processes for updating and managing the registry and framework of integrated information

· The SANA processes shall utilize other organizations to manage, maintain, and provide access to their data holdings 

· The SANA processes shall provide easily identified means for other organizations to integrate their information into the common framework 

· The SANA processes shall provide on-line means to request GSCIDs from the CCSDS Control Authority (CA)

· The SANA processes shall require data models for all participating information sources 

· The SANA processes shall validate information sources against their data models

· The SANA processes shall provide secure means for authorized users to update the CCSDS central information for which they are responsible

· The SANA processes shall leave detailed definition and validation of CCSDS data elements to the responsible CCSDS organizations, e.g MOIMS/Nav, SLS, CSS/SMWG, etc

· The SANA processes shall leave detailed definition of external data elements and update processes to the organizations responsible for these data

· The SANA shall provide means to resolve and disambiguate terms from different data models and sources

Source Materials

· Space Link Identifiers, CCSDS 135.0-B-1 (except those managed by projects)

· CCSDS GSCID & CA processes and docs (CCSDS 320.0-B-3)

· CCSDS SFDU and related docs (CCSDS 62x.B…)

· CCSDS Unique Identification of Objects and Services procedure (CCSDS A31.0-Y-1)

· NASA SCID (6-8 bit) assignment sources (once only NASCOM blocks, now used in SFDUs @ JPL & NASCOM for GSFC)

· SMWG Service Request XML schema (CCSDS 910.15) and other XML schema and name reqmts

· CCSDS Glossary (CCSDS A30.0-G-3) and newer glossary sources

· Standard Terminology, Conventions, and Methodology (TCM) for Defining Data Services (CCSDS 910.2-G-1)  

· Object ID Requirements, Chuck Acton

· IAWG White Book

· OODT Implementation & Framework

· To be updated to IAWG agreed standard interfaces

Questions / Issues
(from SANA BoF Meeting, 12 May 04)

· What are detailed requirements?

· Which parameters, update & access patterns, which orgs own them

· Which ops domains are involved

· See attached requirements, still need update and access patterns

· Assertion is that current control orgs continue to own their data and processes
· How to handle domain specific global IDs?

· And to handle collisions across domains

· Review current CCSDS Unique ID process for suitability

· Which technology to use?

· Agree to consider use of current WSDL technologies and OODT as an existing instance

· What are the SCID problems, in detail?

· To be provided, Porter, Acton and Holladay have some inputs on this

· What is a BoF, why was it created, who asked for it, what are we trying to do?

· See CCSDS procs for BoF definition and creation process

· The SANA BoF was created at the request of the Secretariat to define and create the SANA, as identified in CCSDS A02.1-Y-2, Sec 1.4.6
· Who will operate and manage this central registry?

· The prototype will be developed at JPL, for operational transition to whichever organization the CMC indicates, as stated in Sec 1.4.6.

· Is everything to be in one registry or in separate ones?

· Some CCSDS core items are to be managed centrally.  Others will be managed by existing control authorities.  Still others may be managed by outside organizations and just pointed to.

· Do we need a federated approach (last item Open Issues) or just to have one big database w/ ops domain data?

· BoF understanding is that we need a federated approach because of the requirements to handle information managed by multiple independent organizations.

Unused Notes from Intro Presentation

· Gather requirements from willing participants

· Current mechanisms only accommodate a limited class of information, primarily spacecraft Ids

· Existing identification systems are deeply engrained in member agency software, hardware and practices 

· Prototype one or two initial databases using agreed framework

