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1 INTRODUCTION
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4 DETAILED MODELS
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6 ARCHIVE INTEROPERABILITY

6.1 Levels of Interaction between OAIS Archives

6.1.1 Independent Archives

6.1.2 Cooperating Archives

6.1.3 Federated Archives

6.1.4 All In-house Archives
6.1.5 Archives with Shared Resources
6.1.6 Archives with Distributed Functionality
An OAIS may distribute its functionality, either geographically or organizationally. The OAIS may distribute any functionality whether it is functionality supporting OAIS compliance (its Mandatory Responsibilities and its Information Model) or any other items such as its functional model. Different levels, forms and organization of the distribution are possible. In every case, the Archive is required to oversee and manage the Archive’s use of the distributed functions, but in a way that
 does not alter the user community’s view of the Archive.

Such a distribution of functional areas or functional entities of an OAIS, as well as their composition into distributed OAIS, can be of a physical, organizational, or administrative nature. The motivation could be to distribute resources to achieve the complete set of functional entities or functional areas to establish a distributed OAIS in a complementary and collaborative way. Other motivation factors can be to mitigate risks or outsource parts of the OAIS in a way that enables the OAIS to remain an OAIS.

Archives could handle the distribution by itself. For example, an Archive could distribute its Archival Storage hardware in various geographic locations. In this example, such distribution would allow the Archive to maintain copies of its preserved data in ways that minimized the risk from natural disasters. 

Another example could be the distribution of the Ingest functionality. One aspect of this example could be a physical distribution of Archive personnel, some of whom could be co-located with various Producers supplying the Archive. In addition, the Ingest functionality could also be distributed. For example, the Archive’s co-located personnel could receive and quality check the SIP and they could then use the Archive’s approved procedures to generate the AIPs and Descriptive Information. Once these activities have been completed, the co-located Archive personnel would send the AIPs and Descriptive Information to the central Archive site where other employees would coordinate the update of Archival Storage and Data Management.
A similar example could be envisioned on the Access side. For example, the Archive may provide geographically distributed locations and employees to support and interact with Consumers.
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igure 5 Potential distributed conformance requirements and associated functional areas

Note this distribution can be implemented in any number of ways, either by the Archive itself handling the distribution or the Archive may enter into agreements with one or more other organizations (possibly other OAISes) to perform some functionality or perhaps even provide all the functionality of some OAIS functional area. A combination of these is also possible where the Archive itself distributes some of its functionality and contracts out other tasks. Once again the distribution can be in terms of the physical location, organisation, or logical functions. Note also that an OAIS may cooperate with or federate with other OAISes to aid their distribution efforts.

In cases where other organizations (or other OAISes) are involved, the original OAIS retains the responsibility for ensuring that the distributed functionality is properly carried out. This will likely mean that some type of service level contracts will be required between the organizations and the original OAIS will need to appropriately monitor performance and products.

It is possible that development of these agreements and oversight of the results might be accomplished more easily and more reliably with another OAIS. For example, oversight and monitoring of the OAIS providing the service could be simplified by requiring the OAIS be certified as a Trustworthy Digital Repository in accordance with the metrics specified by CCSDS 652.0 (also known as ISO 16363) and the procedures specified in CCSDS 652.1 (also known as ISO 16919). In this example, use of certification to these standards could eliminate the need to re-negotiate the many details already covered in OAIS and those standards
.








In the special case where the supporting organisations are themselves OAISes, one can describe the arrangement as a primary OAIS using a supporting OAIS for specific services. In such a case the primary OAIS must fulfill all requirements for OAIS conformance, namely the Mandatory Responsibilities and support for the Information Model.The primary OAIS must monitor that the supporting OAIS is meeting its service agreement with the primary OAIS. The conformance of the supporting OAIS may be used as a piece of evidence.
The term ‘Outer OAIS-Inner OAIS’ has been used in the literature. This usage is consistent with the outer OAIS being the primary OAIS and the inner OAIS being the supporting OAIS in cases where the “Outer OAIS” and “Inner OAIS” are each totally conformant to OAIS including each OAIS having its own mission and Designated Community.
Many implementations of a distributed Archive are possible. For example, one possible implementation is for a primary Archive to rely on one or more other supporting Archives to provide all the functions of the Archival Storage Functional Area. 
Figure 6-5 is illustrating an example where an OAIS has physically, organizationally, and administratively distributed Archival Storage to three other organizations. In this example the primary OAIS 1 has distributed the functionality to three other organizations, which in this case happen to all be OAISes and which are referred to as the supporting OAISes.
 Note that in the example and elsewhere whenever we name something as an OAIS, we expect that anything that is spoken about as an OAIS conforms to the full suite of OAIS criteria specified in the conformance section (Section 1.4). 
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Figure 6-5: Example of a Distributed OAIS Archive for Archival Storage 

In the example from Figure 6-5, the supporting OAISes contain different parts of the functions that constitute parts of the Archival Storage for the primary OAIS. In this example, the primary OAIS is part of the Designated Community, and is a Producer and a Consumer for the supporting OAISes. The
 Preservation Objectives for the supporting OAISes could differ. Of course each supporting OAIS will need to handle Provenance Information for the AIPs which are being held for the primary OAIS and make this Provenance Information available to the primary OAIS to pass along with those AIPs. 
In this example, Preservation
 Planning concerning internal Archival Storage concerns are distributed to the supporting OAISs. However, in this example, the primary OAIS still needs the function Developing Preservation Strategies to ensure that threats to copies are mitigated, functions to Manage Storage Hierarchy and initiate repairs through Disaster Recovery, in case Error Checking e.g. discover differences between copies placed in the different supporting OAISes. In this example, it is clear that the primary OAIS is not an OAIS without the supporting OAISes, whereas the supporting OAISes individually and independently can be regarded as an OAIS if they independently fulfil the OAIS criteria.
It is possible for an Archive with distributed functions to itself provide distributed functionality to another OAIS, i.e. distributed Archives can be recursively distributed.
It is possible that an OAIS that provides distributed functionality may provide that (or other) distributed functionality to more than 1 other OAISes. As an example of this, Figure 6-7 is shown. OAIS 1 in this figure is a supporting OAIS and OAIS 5 and OAIS 6 each use OAIS 1 to provide their Archival Storage Functional Area tasks.
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Figure 6-7: Another Example of a Distributed OAIS Archive for Archival Storage

In this example, the focus on OAIS 5 would mean that the OAIS 5 is the primary OAIS depending on the supporting OAIS 1. A similar case can be made for OAIS 6 as a primary OAIS that also depends on the supporting OAIS 1.


�Not sure why this phrase was deleted. The sentence makes more sense with this text included.
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�This is not at true assertion in all cases.


�Mark Conrad


How does this simplify the oversight and monitoring?


�Are you saying you have to audit both OAISes?


�I’m keeping the capitalization of Outer OAIS and Inner OAIS not because we are proposing to add them as Terms, but because we are us upper case in the figures.


�I thought we agreed to remove references to bit preservation.


�For the supporting OAIS’s own AIPs or the ones it is storing for the primary OAIS?


�Since we have said the supporting OAISes have to be fully compliant OAIS, presumably they are creating and storing their own AIPs in addition to those of the it stores for the primary OAIS. It is not clear in these sentences if the supporting OAIS’s AIPs is referring to their own AIPs or those it holds for the primary OAIS.


�Then the primary OAIS is not compliant.
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