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5 PRESERVATION PERSPECTIVES

This section addresses various practices that have been, or might be, used to preserve digital information and to preserve access services to digital information.  It uses the functional and information modeling concepts described in subsection 4.2 and applies them to these practices, and it extends the terminology to distinguish significant aspects of these practices. There will be a number of options available to preserve any particular piece of digitally encoded information; the particular preservation solution applied should be chosen to match the requirements identified in the interactions between Administration and Preservation Planning. 

The fast-changing nature of the computer industry and the ephemeral nature of electronic data storage media are at odds with the key purpose of an OAIS:  to preserve information over a long period of time.  The OAIS itself, or its ability to preserve a specific Content Information Object, may have a time limit, for example because of organizational or financial reasons.  


Today’s digital data storage media can typically be kept at most a few decades before the probability of irreversible loss of data becomes too high to ignore.  Further, the rapid pace of technology evolution makes many systems much less cost-effective after only a few years. Even more daunting, as operating systems evolve, is maintenance of operational software as a part of the Representation Information, which means that it is essential for the preservation of Content Information.  
In addition to the technology changes there will be changes to the Knowledge Base of the Designated Community which will affect the Representation Information needed.
A simple analysis of the options suggests that at any time when Preservation Planning indicates that something must happen to ensure the preservation of a specific Content Information Object (CIO
) there are a number of options. 

· Either
 the Content Data Object (CDO) of the CIO remains within the OAIS
 in which case

· either the bits are unchanged, in which case the bits may need to be migrated to different media and/or to a different hardware or software environment to keep them accessible or Representation Information must be added
or
· the Content Data Object changes
 

· or else it must be handed on to another OAIS
. 

· In which case the AIP logically containing the CIO must be handed over.


· 
· 
· 

· 
· 

Subsection 5.1 discusses digital migration in general terms; subsection 5.2 then discusses the role of Representation Information, part of which involves the roles of software both simply as a convenience for access to Content Information and as a key component of the Content Information. Subsection 5.3 discusses the option of handing over the CIO
 to another OAIS.
5.1 DIGITAL Migration 

Digital Migration is defined to be the transfer of digital information, while intending to preserve it, within the OAIS.  It is distinguished from transfers in general by three attributes:

· a focus on the preservation of the full information content intended for preservation;

· a perspective that the new archival implementation of the information is a replacement for the old
; and

· full control and responsibility over all aspects of the transfer resides with the OAIS.

It should be noted that ‘transfer’ as found in the definition of Digital Migration is used in a broad way such that when any changes are made to Content Information or to PDI bits for the purpose of information preservation, then this is a Digital Migration even if it appears the changes occurred ‘in place’.  

5.1.1 Digital Migration Motivators

Three major motivators are seen to drive Digital Migrations of AIPs within an OAIS.  These are:

· Improved Cost-Effectiveness:  The rapid pace of hardware (e.g., disk/tape drives) and software evolution provides greatly increased storage capacities and transfer bandwidths at reduced costs.  It also drives the obsolescence of some media types well before they have time to decay and it drives the obsolescence of software employed as part of Representation Information.  In addition, improved AIP packaging designs may be less dependent on underlying media and supporting systems, and therefore simplified migration efforts may be recognized.
  To remain cost-effective, an OAIS must take advantage of these changes in technologies.  Depending on the particular technologies involved, the AIP information may have to be moved to new media types not previously supported, and it may have to revise its AIP implementations to maintain information preservation.

· New Consumer-Service Requirements:  The Consumers of an OAIS also experience the benefits of new technologies and consequently raise their expectations of the types and levels of service they expect from an OAIS.  These increased services may require new forms of DIPs to service particular Designated Communities, which in turn may drive an OAIS to hold new forms of AIPs to reduce output conversions.  Additionally, AIPs typically go through popularity swings and the OAIS may need to provide different levels of access performance to meet Consumer demands over time.  This is likely to be satisfied by moving some AIPs to different media that provide increased or decreased levels of access performance.  Finally, the Designated Community for a given AIP may be broadened, resulting in the need to revise AIP forms so as to be understandable and usable by this broader community.  All of these can result in the migration of AIPs within an OAIS.

· Media Decay:  Digital media, over time, become increasingly unreliable as secure preservers of bits.  Even those that are used with some level of error correction eventually need to be replaced.  The net result of media decay is that AIP information must be moved to newer media
.

Digital Migrations are time consuming, costly, and expose the OAIS to greatly increased probabilities of information loss
.  Therefore, an OAIS has a strong incentive to consider
 Digital Migration issues and approaches.

5.1.2 MIGRATION CONTEXT

Key functional and information modeling concepts from section Error! Reference source not found., as they relate to migration perspectives, are summarized in figure 5‑1.
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The OAIS Consumer interface in Access provides one or more Content Information IDs
, with associated name spaces, to assist in identifying a particular Content Information object of interest.  One or more of these Content Information IDs will be included in the PDI Reference Information associated with that Content Information object.  The Descriptive Information in Data Management will map each of these IDs to the same AIP ID.  The Access Function uses this information to obtain the AIP ID and gives it to Archival Storage to retrieve the associated AIP
.

Within Archival Storage, the AIP ID is mapped to the location of AIP Packaging Information by the Archival Storage mapping infrastructure.  The AIP Packaging Information, in turn, logically delimits and identifies the Content Information and the PDI, and binds them into a single entity for preservation.  For example, if the Content Information and PDI are determined to be the content of several files, the pointers to documents describing the representations of those files, and the documents themselves, then the Packaging Information would logically be defined as the implementation of the file system holding the file content bits, the data structure holding the pointers, the information which is used to distinguish the Content Information from the PDI, and an encapsulating data structure which identifies the files and other data structures as the components of the AIP Package.  The associated Archival Storage mapping infrastructure might then be implemented as a database which relates the AIP ID to the location of the encapsulating data structure.

The transfer of any part of the Content Information, PDI, or Packaging Information 
to the same or new media, with the intent that it replaces that part of the previous AIP, is considered to be a Digital Migration of the AIP.  A change to the Archival Storage mapping information only, which is outside of the AIP concept, is not considered to be a migration of the associated AIP, although such changes need to be carefully controlled to ensure that access to the AIP is maintained.

The ways in which AIPs are implemented will have a major influence on both the level of automation and the probability of information loss during migrations.  Good AIP designs can both increase migration automation and reduce information loss probabilities.  To better understand the impacts of these factors on AIP migrations it is useful to categorize migrations into several types and then to consider some issues associated with selected implementation approaches.

5.1.3 Migration Types

Based on the models and concepts above, it is possible to identify four primary Digital Migration types.  The primary types, ordered by increasing risk of information loss, are:

Operations which do not change the bit sequences
· Refreshment:  A Digital Migration where a media instance, holding one or more AIPs or parts of AIPs, is replaced by a media instance of the same type by copying the bits on the medium used to hold AIPs and to manage and access the medium.  As a result, the existing Archival Storage mapping infrastructure, without alteration, is able to continue to locate and access the AIP.

· Replication:  A Digital Migration where there is no change to the Packaging Information, the Content Information and the PDI.  The bits used to convey these information objects are preserved in the transfer to the same or new media-type instance.  Refreshment is also a Replication, but Replication may require changes to the Archival Storage mapping infrastructure.

Operations which change the bit sequences
· Repackaging:  A Digital Migration where there is some change in the bits of the Packaging Information.

· Transformation:  A Digital Migration where there is some change in the Content Information or PDI bits while attempting to preserve the full information content.

There is the smallest risk of information loss under Refreshment because none of the bits that are used to hold AIP information or to support finding and accessing AIPs are altered.  There is also little risk of information loss under Replication because none of the bits representing AIP information have changed.  However, if a new media type is involved there will be some changes needed in the Archival Storage mapping infrastructure (see figure 5‑1).  The risk is that something may go wrong in the process and some unintended changes to bits may take place.  Repackaging recognizes that some bit changes will take place, but these are mostly confined to information used to delimit the Content Information and the PDI, and so generally do not alter the information carried by the Content Information or the PDI.  There is the usual risk that something will go wrong, and there are also cases where some interaction between Packaging Information and the Content Information or PDI cannot be avoided.  This poses additional risk of information loss.  However, it is expected that the OAIS will verify that Refreshment, Replication, or Repacking Migrations have not lost information. Finally, Transformation poses the most risk because changes to the Content Information or PDI are made.

To understand more clearly what may be involved in these migration types it is necessary to look at possible implementation approaches.  It will be seen that some migrations are a mixture of Repackaging and Transformation.  It is also important to recall that, for any given AIP the OAIS must first clearly identify what constitutes the Content Information, and only then can the PDI be identified.  Following this the Packaging Information can also be identified.  Further, there is no single ‘correct’ definition of what should be the Content Information as this must be determined by the OAIS for each AIP it constructs and stores.  All these issues are discussed in more detail in the following subsections using a series of implementation and migration scenarios.

5.1.3.1 Refreshment

A migration involves Refreshment when the effect is to replace a media instance with a copy that is sufficiently exact that all Archival Storage hardware and software continues to run as before.  The following scenario is an example of Refreshment:

The number of correctable bit errors on a CD-ROM disk has reached a dangerous point and the decision is made to replace it with an exact copy.  Once the equivalence between the two has been checked, the new CD-ROM replaces the old CD-ROM and Refreshment has taken place.  All AIP components on the CD-ROM are unaltered.

5.1.3.2 Replication

A migration involves Replication when there are no bit changes to the Packaging Information, the Content Information, and the PDI.  Ensuring that none of these bits has changed may be a significant effort, depending on the implementation.  The following scenario is an example of Replication:

The Content Information and PDI for an AIP are encapsulated into a standard packaging structure and held in the body of a single file.  A Replication migration is easily achieved by simply copying the bit order in the file body to a new file on the same or other media.  Changes to the Archival Storage mapping infrastructure may be needed to continue to locate the file, but no change in Packaging, Content Information, or PDI has taken place.  Replication, with this type of Packaging Information, affords ease of migration to new media types with maximum automation and little risk of information loss.

5.1.3.3 Repackaging

A migration involves Repackaging when there is some change to the Packaging Information during the transfer.  The Packaging Information plays the critical role of delimiting and relating, at a minimum, the Content Information and PDI.  If the Content Information and PDI are themselves composed of multiple components, the Packaging Information may be asked to delimit and relate these as well.  These are implementation decisions that the OAIS needs to explicitly recognize.  The following scenario is an example of Repackaging:

All the Content Information and PDI bits for an AIP are contained within the body of three files on a CD-ROM.  The Packaging Information consists of the bits used to implement the file and directory structure that provides access to these three files.  The contents of the three files are moved to three new files on another media type, with a new directory and file implementation.  Even if all the directory and file names have been preserved in the transfer, a Repackaging has taken place because the bits used to represent the Packaging Information have changed
.

5.1.3.4 Transformation

Digital Migrations that require some changes to the Content Data Object
 are referred to as Transformations.  These changes will be to some of the bits in the Content Data Object which
 will imply corresponding changes in the associated Representation Information.  In all cases the intent is to provide maximum information preservation.  The resulting AIP is intended to be a full replacement for the AIP that is undergoing Transformation.  The new AIP qualifies as a new AIP Version of the previous AIP. The first version of the AIP is referred to as the original AIP and may be retained for verification of information preservation.

The Representation Information plays a key role in Transformations, and the impacts of the changes on the Representation Information may be used to categorize the Transformations.  A Representation Information object can be modeled as consisting of a base set of entities, a set of resulting entities, and mapping rules that define the resulting entities and their relationships in terms of the base entities.  Software, as a type of Representation Information, can be modeled in the same manner. Using this model of a Representation Information object, two types of Transformation can be defined:  Reversible Transformation and Non-Reversible Transformation.

A Reversible Transformation occurs when the new representation defines a set (or a subset) of resulting entities that are equivalent to the resulting entities defined by the original representation.  This means that there is a one-to-one mapping back to the original representation and its set of base entities.  An example is replacing a representation that uses the ASCII codes ‘A through Z’ with a representation that uses the UNICODE UTF-16 codes for ‘A through Z’.  The Transformation will result in the replacement of 7-bit codes with 16-bit codes in the AIP object undergoing change.  The reverse Transformation can subsequently be performed by replacing the UNICODE UTF-16 codes for ‘A through Z’ with the ASCII codes for ‘A through Z’ and the original AIP is recovered.  

A Non-Reversible Transformation occurs when a Reversible Transformation cannot be guaranteed.  For example, replacing an IBM 7094 floating point value with an IEEE floating point value is a Non-Reversible Transformation because the resulting entities of these two representations are not semantically equivalent.  One will have more precision than the other.  However, they may be sufficiently equivalent, depending on what the values they represent are being used for, to be effectively interchangeable.  If this is the case, a Non-Reversible Transformation effectively preserves the information content.  For complex formats, where the meanings and relationships among groups are significant, it may be difficult to establish that a Non-Reversible Transformation has adequately preserved the Content Information.  A Content Data Object for which software is playing a key role in providing much of the Representation Information may be transformed into a new Content Data Object with new software.  Such a Transformation is generally a Non-Reversible Transformation because the underlying data models will likely be quite complex and different.

It is useful to define a Transformational Information Property as an Information Property the preservation of the value of which is regarded as being necessary but not sufficient to verify that any Non-Reversible Transformation has adequately preserved information content
. This could be important as contributing to evidence about Authenticity.  Such an Information Property is dependent upon specific Representation Information, including Semantic Information, to denote how it is encoded and what it means. (The term ‘significant property’, which has various definitions in the literature, is sometimes used in a way that is consistent with its being a Transformational Information Property.)  Following the example from Error! Reference source not found., one can consider a simple digital book which when rendered appears as pages with margins, title, chapter headings, paragraphs, and text lines composed of words and punctuation.  Information Property Descriptions for Information Properties that must be preserved (Transformational Information Properties) could be expressed as ‘paragraph identification’ and ‘characters expressing words and punctuation’.  The Transformational Information Properties would consist of all the book’s paragraph identifications, words, and punctuation as expressed by the Content Data Object and its Representation Information. This means that all formatting other than the recognition of paragraphs and readable text could be altered while still maintaining required preservation.  Examples of Reversible and Non-Reversible Transformations are given in the scenarios that follow.

The following scenario identifies a Reversible Transformation that occurs when incorporating a lossless compression function on the Content Information of an AIP.

All the Content Information bits for an AIP are contained within the body of three files on a CD-ROM.  The Packaging Information includes the bits used to implement the file and directory structure that provides access to these three files.  The contents of the three files are transferred to a new CD-ROM and in the process they are compressed using a lossless compression algorithm.  This transfer is a Transformation because the compression process has altered the Content Information, and it is a Reversible Transformation because there is a decompression algorithm that will return the original file content bits.  The relevant Representation Information components of the original Content Information needs to be updated to include the decompression algorithm, and the PDI information also needs to be updated, in forming this new AIP Version.

The following scenario identifies a Non-Reversible Transformation that can occur when Content Information is migrated to a new format that can express a more varied data model than the original format.

All the Content Information bits for an AIP are contained within the body of three files on a CD-ROM.  The Packaging Information includes the bits used to implement the file and directory structure that provides access to these three files.  The contents of the three files are transferred to a new CD-ROM and in the process the third file is altered because there are no longer readily available tools to make effective use of the third file’s content in its current form.  The new format, which is in common use, employs a different data model from that of the original format and there are many ways in which the information may be mapped into the new format.  This mapping must be carefully done to ensure there is no significant information loss to the Designated Community. For example, for scientific data a Transformational Information Property could be the values of identified data elements to a specified precision; if the Content Information was a document then the page layout might be a Transformational Information Property. This mapping from the previous format to the new format must be included in the PDI, and of course the Representation Information describing the new format will replace that which was describing the previous format.  The result is a new AIP Version.  This is a Transformation type of Migration that is also a Non-Reversible Transformation when there is no algorithm that will reproduce the original file from the new file.

The following scenario identifies a Reversible Transformation that includes Repackaging.  It occurs when the Content Information contains an embedded file name that is a pointer to one of its components, and the Content Information is moved to a new media type with new names for the files.

The Content Information for an AIP is defined to be the body of three files on a CD-ROM.  The first file contains an internal name that links the third file and specifies a relationship between them.  The Packaging Information includes the directory and file structure that identifies the three files.  During a migration to a new media type, these three files are put into a new directory and given new names.  This constitutes a Repackaging migration
 because there is a new implementation of the directory and file structure, which is providing the packaging function.  However, the internal name must also be updated in order to maintain the link between the first and third files.  This update changes the Content Information and means that the migration is also a Transformation.  If the internal name had been a universal identifier, it would not have needed changing.  However, the standardized framework supporting the universal identifier would contain the mapping information leading to the location of the third file and therefore would need updating.  This approach would be advantageous for an OAIS because it allows updates to be centralized and more easily managed.  However, the required technology is more complex and there is no universal agreement on the identification technique to use.

The final scenario identifies a Non-Reversible Transformation that includes Repackaging.  It occurs when the Content Information includes file names, directory structure, and associated file attributes.  The Content Information is then migrated to a new media type carrying a different implementation of the directory and file name structures that support fewer file attributes.

The Content Information and PDI bits for an AIC are defined to be an aggregation of AIUs where each AIU consists of the body of three files on a CD-ROM together with their file names, file attributes, and directory names.  The Packaging Information is the bits used to implement the file and directory structure that provides access to each of the three file instances, but does not include the actual file and directory names
.  There may be thousands of AIU instances on a single CD-ROM.  The transfer of this AIC to a new media type that employs a new representation for the file and directory structure that has fewer file attributes may result in a Non-Reversible Transformation type of Migration as well as a Repackaging migration.  This is a Transformation because the Content Information that originally was stored in the file and directory structures must be re-distributed among the new file and directory structures and probably within the body of the files themselves.
  This is a Non-Reversible Transformation if there is no algorithmic one-to-one mapping between the resulting file and directory structures and file contents, and the original file and directory structures.  It is a Repackaging because there is a new implementation of the directory and file structure, which was taken to be part of the packaging.  The practice of encoding Content Information into a file or directory name increases the risk of information loss because evolution of a data management environment is facilitated by being able to update directory and file names as needed
.

5.1.3.5 Distinguishing AIP Versions, AIP Editions and Derived AIPs

Unless a Digital Migration involves Transformation, it is not considered to create a new AIP Version and it is not required that its PDI be updated.  In other words, the AIP version is considered to be independent of Refreshment, Replication, and Repackaging that does not affect the Content Information or PDI.
  This does not mean that the OAIS does not track such migrations; rather it is not required to update the PDI as part of such tracking. It is expected that the OAIS will verify that such migration have not altered the Content Information or PDI and that any repackaging
 still binds the same components with the same relationships.  It is also expected that the OAIS will track the existence of these events, including the verifications made, as a part of its larger operational provenance as this will lend additional evidence concerning the Authenticity of its holdings.
 If such migration processes are carried out entirely within Archival Storage, the AIP ID remains the same 
and there is no implied impact to Associated Descriptions or Access Aids.

A Digital Migration that involves Transformation results in a new version of the AIP as defined in 5.1.3.4.  In this case, the PDI needs to be updated to identify the source AIP and its version, and to describe what was done and why.  The new AIP is viewed as a replacement
 for the source AIP where the information has been preserved to the maximum extent practical.  The AIP is also new, and the Associated Description must be updated.  This does not imply any changes are needed to Access Aids unless they have been implemented with ‘hardcoded’ AIP IDs.

An AIP may, in some environments, be subject to upgrading or improvement over time.  This is not a Digital Migration in that the intent is not to preserve information, but to increase or improve it.
  This type of AIP change may be referred to as creating a new AIP Edition.  The AIP Edition may or may not be viewed as a replacement for the source AIP, but it may be of historical interest to retain the previous AIP.  This also results in a new AIP ID with the same impacts on Associated Descriptions and Access Aids as a Digital Migration Transformation.

An OAIS may also find it convenient to provide an AIP that is derived from an existing AIP.  It may do this by extracting some information, or by aggregating information from multiple AIPs, to better serve Consumers.  This type of resulting AIP may be referred to as a Derived AIP.  It does not replace any of the AIPs that it was derived from and it is not a result of a Digital Migration.  This also results in a new AIP ID and a new Associated Description.  This may also require updates to, or new, Access Aids depending on how they have been implemented.

5.2 Adding Representation Information
Representation Information may need to be added to the Representation Information Network associated with a Data Object in order to ensure that the Information Object will continue to be understandable and usable by the Designated Community. 

Examples are provided in the next subsections of Structural, Semantic and Other Representation Information.
5.2.1 Examples of Structural Representation Information
Structure Information imparts meaning about how other information is organized, for example describing how bit streams are mapped to common computer types such as characters, numbers, and pixels and aggregations of those types such as character strings and arrays. Examples include

· the ASCII encoding table allows one to convert bit sequences into text characters, or vice-versa.
·  the IEEE 754 32-bit base-2 floating-point definition allows one to convert a bit sequence into 32-bit floating point numbers, or vice-versa.
· The EAST data description language allows one to describe bit sequences which encode complex structures of numbers, characters and switches between alternatives.  

5.2.2 Examples of Semantic Representation Information
Semantic Information further describes the meaning beyond that provided by the Structure Information. For example the numbers and characters which the Structure Information allows one to decode can be assigned meaning such as, for a number, a measurement of an object’s temperature in degrees Centigrade. If the bits should be decoded as characters then they could be a description of the object whose temperature has been measured. Another example is a dictionary to facilitate the translation of a text in one language to one which is understandable by a member of the Designated Community.
Examples of Other Representation Information
5.3 Other Representation Information may come in many forms, some of which are described in the next sub-sections. 
5.4 Preservation of Access and use Services

An OAIS may wish to preserve a Consumer access service in the face of changing technology.  To delineate some access service preservation issues and provide terminology, this subsection addresses a set of scenarios in the subsections below.

In some cases the supporting tools such as the original access and use mechanisms i.e., Content Data Object [CDO] specific software (referred to as CDO software below) that are not essential for Content Information preservation but are convenient for access, are determined to remain adequate for an extended period.  However eventually this support tool CDO software will cease to function as the operating environment changes, or at least cease to function correctly, unless some action is taken.   One action is to re-implement that support tool CDO software functionality in the new environment.  This has no impact on the preservation of the Content Information.  

Another action is to decide that it is too costly to re-implement the support tool CDO software functionality.  If there is enough CDO software in this category, it may appear cost-effective to emulate the original environment and provide this as an additional support tool.   This also has no effect on Content Information preservation as long as the Structure and Semantic Representation Information are maintained.  

In some situations, it may be difficult or impossible to secure the necessary explicit Structure and Semantic Representation Information.  In this case the maintenance of operational CDO specific software, which embodies some understanding of the Structure and Semantic Representation Information (the rest typically allocated to the operating environment), may be the only near-term practical option.  Such software becomes part of the Representation Information under the Other Representation Information category.  Eventually evolution of the operating environment will jeopardize the functioning of the CDO specific software.  Either the Content Information will need to be transformed, thus altering both the Content Data Object and the Representation Information and requiring new CDO software for access, or emulation software supporting the original CDO software will be needed.  Such emulation software logically becomes an extension of the Other Representation Information as it directly addresses Content Information preservation.

The following matrix shows the various combinations of some of the alternatives discussed above when evolution of the operating environment jeopardizes operational CDO software.

	CDO Software Role
	Possible Actions
	Resulting Representation Information

	Support tool only – convenient for access but not essential for preservation of Content Information
	· Re-implement CDO software to maintain convenience

· Create emulator for environment to maintain original CDO software for operational convenience
	· No change; independent of operational CDO software

· No change; independent of operational CDO software 

	Essential for preservation
	· If possible, transform Content Information into new Content Data Object and new Representation Information

· Create emulator to support CDO software; emulator becomes another part of Representation Information
	· New Representation Information because original CDO software was part of Representation Information

· New Representation Information because emulator becomes part of the Representation Information


5.4.1 Dissemination API

The first scenario assumes the Designated Community wishes to develop applications that can access AIPs using an Application Programming Interface (API) maintained by the OAIS as Access Software.  The OAIS may choose to provide this API as an implementation alternative to the production and delivery of a physical DIP for dissemination.  This type of service allows the Consumer, as a client, to develop applications that appear to directly access the AIPs
.  This sort of access could be very useful for applications such as data mining where the creation and shipping of DIPs containing large AICs is impractical.  This API could allow an application to virtually navigate through an AIC, deliver the bits of the Content Data Object of selected AIUs to the application and identify locations for obtaining associated Representation Information and PDI.  However, as technology evolves, the OAIS moves to new hardware, new media, and new operating systems.  If the OAIS wishes to maintain the same API for its Consumers, it will need to provide a ‘wrapper’ around part of its new infrastructure to match its services to the established API.  The API will need to be adequately documented and tested to ensure it correctly delivers the AIU Content Information using this new Access Software.  This approach should not result in any changes to software developed by the Consumer community.  When the API is applicable across a wide range of AIUs in the OAIS or there are a significant number of Consumer applications based on the API, this wrapping approach is clearly feasible and may result in a favorable cost/benefit ratio to the OAIS and its Designated Community.  The ‘Layered Model of Information’ presented in annex Error! Reference source not found. of this document further describes some potentially standard APIs.

5.4.2 Preservation of Access Software Look and Feel

The second scenario assumes that the Designated Community wishes to maintain the original ‘look and feel’ of the Content Information of a set of AIUs as presented by a specified application or set of applications (CDO specific software). Conceptually, the OAIS provides an environment that allows the Consumer to view the AIUs Content Information through the application’s transformation and presentation capabilities.  For example, there may be a desire to use a particular application that extracts data from an ISO 9660 CD-ROM and presents it as a multi-spectral image.  This application runs under a particular operating system, requires a set of control information, requires use of a CD-ROM reading device, and presents the information to driver software for a particular display device.  In some cases this application may be so pervasive that all members of the Designated Community have access to the environment and the OAIS merely designates the Content Data Object to be the bit string used by the application. Alternatively, an OAIS may supply such an environment, including the Access Software application, when the environment is less readily available.  However, as the OAIS and/or the Designated Community moves to new computing environments, at some point the application will cease to function or will function incorrectly.

The OAIS response to preserving an Access Software application would likely depend, in large part, on whether or not it had or could obtain the source code for the Access Software.  Subsection 5.2.3.1.2.1 discusses proven methodologies for preserving application access across changes in technology.  The major factors in the use of these techniques would be the cost/benefit ratio to the OAIS and the associated Designated Community.  If source code or commercial bridges are not available and there is an absolute requirement for the OAIS to preserve the access look and feel, the OAIS would have to pursue ‘emulation’ technology that is currently being researched in the Digital Library domain.  This technology is discussed briefly in 5.2.3.1.3.

5.4.2.1 Methodologies Involving Source Code Availability

The OAIS response to preserving an Access Software application execution service would likely depend, in part, on whether or not it had the source code for the application.  If the OAIS had the source code and adequate documentation on the application, the expected approach would be to port the application to the new environment and attempt to test it adequately to ensure it was functioning correctly.  As described in Error! Reference source not found., it may not be obvious when the application runs but functions incorrectly.  Ideally all possible output values would have been recorded initially so they could be used as the basis for ensuring correct functioning following the port.  However, this level of testing is likely to result in an unacceptable cost/benefit ratio for the OAIS.  Given that the application was compiled from original source code, it is probable that the algorithms are correct; the production of a test suite, or reuse of a test suite that was provided with the design documentation is probably adequate.  As long as there is independent Representation Information for the Content Data Object, no migration need be involved.

If the Access Software was a proprietary package, which was widely used and available commercially, it is likely that there will be commercially provided bridge (i.e., conversion) software which Transforms the current Content Data Objects to other forms used by the new Access Software having a similar look and feel.  This would be a Transformation type of Migration that is likely to be Non-Reversible. If no commercial alternative is seen, the OAIS may contract with the owner of the original Access Software to develop and provide source code for a simplified tool that can read but not modify instances of data written using the format.  This would also be a Transformation type of Migration because of the change in software that is providing much of the Representation Information. This approach might not be viable because of cost or legal issues.  In any of these cases, the OAIS will need to establish mechanisms to verify that no preserved information has been lost.  This requires that criteria have been established to clearly define what constitutes the Content Information as discussed in section Error! Reference source not found..  In addition the OAIS must investigate the issues of ensuring that the new Access Software is available to the Designated Community.

5.4.2.2 Potential Emulation Approaches

There may be a mandatory requirement from the Designated Community to maintain the look and feel of proprietary Access Software because of the large number of AIUs that are dependent on that Access Software.  Proprietary Access software will not have readily available Structure and Semantic Representation Information for the Content Data Object. In this case, if the OAIS is unable to obtain the source code, or has the source code but lacks the ability to create the required application for example because of unavailability of a compiler or operating environment, it may find it necessary to investigate use of an emulation approach.

The OAIS could consider emulating the application.  If the application provides a well-known set of operations and a well-defined API for access, the API could be adequately documented and tested to attempt an emulation of the application.  
One approach is emulation of the underlying hardware.  One advantage of hardware emulation is the claim that once a hardware platform is emulated successfully all operating systems and applications that ran on the original platform can be run without modification on the new platform.  However, the level of emulation is relevant (for example whether it goes down to the level of duplicating the timing of CPU instruction execution). Moreover, this does not take into account dependencies on input/output devices.

Emulation has been used successfully when a very popular operating system is to be run on a hardware system for which it was not designed, such as running a version of Windows™ on a SUN™ machine.  However, even in this case, when strong market forces encourage this approach, not all applications will necessarily run correctly or perform adequately under the emulated environment.  For example, it may not be possible to fully simulate all of the old hardware dependencies and timings, because of the constraints of the new hardware environment.  Further, when the application presents information to a human interface, determining that some new device is still presenting the information correctly is problematical and suggests the need to have made a separate recording of the information presentation to use for validation.  Once emulation has been adopted, the resulting system is particularly vulnerable to previously unknown software errors that may seriously jeopardize continued information access.  Given these constraints, the technical and economic hurdles to hardware emulation appear substantial except where the emulation is of a rendering process
, such as displaying an image of a document page or playing a sound within a single system.

There have been investigations of alternative emulation approaches, such as the development of a virtual machine architecture or emulation at the operating system level.  These approaches solve some of the issues of hardware emulation, but introduce new concerns. In addition, emulation research efforts often involve a centralized architecture with control over all peripherals.  The level of complexity of the interfaces and interactions with a ubiquitous distributed computing environment (i.e., WWW and JAVA or more general client-server architectures) with heterogeneous clients may introduce requirements that go beyond the scope of current emulation efforts.  Emulating an operating environment with a small number of applications to be supported would make testing easier and appear to offer less risk of information loss.  When emulations are developed to support long-term preservation, their deployment is a logical extension of the Representation Information employed by the Access Software they support.   Therefore deploying such emulations is considered to be a Transformation type of Migration and the process should be documented in the associated PDI of all the AIUs.
5.5 Handing Over to another OAIS

5.6 If an OAIS cannot, for some reason, continue to preserve a CIO, then it must hand over that CIO to another OAIS.
 However in order for that other OAIS to be able to preserve the CIO the original OAIS will need to hand over the complete AIP.
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